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1.1 Introduction

Army SPS Administrators are critical to successful deployment and should be identified several months prior to the SPS installation.  These personnel will receive System Administration training in addition to the standard user training.  They typically have broader access than the regular user community, and more complex responsibilities. 

There are numerous references describing the actions necessary for the effective administration of SPS.  The Army SPS Concept of Operations (CONOPS) outlines the primary system set-up and support considerations.  AMS also provides a helpful reference guide (the PD² System Administrator’s Guide) specifically targeted for the system administrator community, with instructions for configuring, updating and maintaining the “tasks” in the PD² database.  The standard AMS User XE "User" ’s Guide is another handy reference tool.

To ensure clear delineation of responsibility, the Army has segmented the SPS system administration function into three major roles:

· Functional System Administration 

· Technical System Administration

· SPS Interface Administration 

This part of the CONOPS provides instruction on functional areas of consideration for the initial system set-up and long-term maintenance of the PD² database.

System Administration (functional), often labeled SA, refers to the management and support of the SPS application itself.  Throughout the CONOPS, a reference to system administrators (SA) implies those users with functional system administration responsibilities.  Technical System Administration refers to the more technical tasks associated with the management and support of the server and its operating system and to the performance management and support of the SPS Database.     Throughout the CONOPS, a reference to database system administrators (DBA) implies those users with technical administration responsibilities.   It should be noted that while these roles have been specifically differentiated, a single person might be designated to serve multiple roles at a site.  Below is a brief summary of the tasks associated with  functional system administrative roles:

1.1.1 Functional System Administration

· System Administration Module Activities:

· Prepare SPS Application

· Security Model XE "Security Model"  Maintenance

· SPS User XE "User"  Administration

· Clauses and Clause Logic

· Milestone Plans and Checklists XE "Checklists" 
· Attachment Templates

· Reporting Requirements

· Analyze Other PD2 System Administration Options

· Buy USA

· Set Asides

· Analysis

· Contract Type

· Auto Order

· Automatic Contract Close-out

· Gather Funding Information

· Vendors and Organizations, Including CCR Procedures

· Workload Management Structure

· EDI 

· EDA 

· Additional PD2 Task Administration

· CDL Template 

· CLIN Template

· Local Information

· License

· MOTD

· Multiple Contract Modification

· PIIN Maintenance

· Reactivate

· Transmit

· Unit of Issue

· Software Upgrades

· SmarText Maintenance

· FAR/DFARS Clause Maintenance

· Help Desk Support

Functional System Administration 

1.2 Prepare SPS Application

The Army does not have a defined baseline of standard data configuration for installation at all contracting sites.  

Sites will have primary responsibility for accomplishing the preparatory steps.  Configuring the SPS application will help Army sites maximize the benefits they gain from PD², whether timesaving (with pre-loaded templates), organizational (with standard routes and teams), security-oriented (with document and menu access) or otherwise.  For each new SPS Implementation, Focus Groups XE "Groups"  should be organized to define a clear implementation path.  SPS procedures should be periodically reviewed as software updates become available to ensure that maximum benefits are being derived.

For easier reference, topics are divided into those requiring focus group consideration “Focus Group XE "Focus Group"  Topics” and “Other General Tasks.”

1.2.1 Focus Group XE "Focus Group"  Topics

Below are six areas likely to require site-specific consideration in preparing the SPS application.  These may require facilitated focus groups, site meetings or the decision of site experts:

Security Model XE "Security Model"  

· Define menu and document access rights

· Define approval and warrant authority levels

Clauses and Clause Logic

· Define local clauses and logic for automatic clause selection for solicitation and award documents

Milestones XE "Milestones" , Checklists XE "Checklists"  and Attachments

· Define master templates to help enforce standard business practices, reduce duplication of effort and increase efficiency

User XE "User"  Guidance

· Define baseline user guidance resulting from contract operations on PD²

Reporting Requirements

· Identify and consolidate site reporting requirements

1.2.2 Security Model XE "Security Model" 
[image: image1.wmf]
PD² has three levels of security that work in a kind of hierarchy:

· System security controls access to the application itself through User XE "User"  ID’s and passwords.

· Menu security enables or disables Menu functions based on the access rights defined for users in the security model.  For example, a user may have Requirements Menu access, but no rights to the functions in the Pre-Award/Award or Post-Award Menus.

· Document security assigns rights to specific objects based on the characteristics of the objects and the users in question.

References to PD²’s “Security Model XE "Security Model" ” typically relate to a combination of object and Menu access controls.  Objects in the system may be “containers” such as cabinets and folders, or documents such as Purchase Requests and Solicitations.  Access rights to the objects and functions are controlled transparently in PD² and should effectively translate privileges users would have to containers and documents in the hard-copy world.

The PD² Security Model XE "Security Model"  defines users’ capabilities to read, write, move (drag) and delete objects on their desktops and those of other users.  The general approach to PD² security is that documents are assigned to classes; groups are assigned to classes; and then users are assigned to groups.  These terms are defined in more detail below.  Within a group, Menu options can be disabled for certain users, with inactive options appearing grayed out for users denied those privileges.

1.2.2.1 Groups XE "Groups"  

A group is a collection of users who share the same set of access rules.  Access rules and menu options are defined at the group level, not for individual users.  Groups XE "Groups"  are generally based on the organizational structure and functional responsibilities of specific users.  Selective access restrictions may be applied on a user-by-user basis.  While individuals cannot be granted privileges beyond those of their specified group(s), they can be denied privileges they would otherwise have as group members.  Each user may be a member of several groups; however, each user must be assigned one default group.

1.2.2.2 Classes XE "Classes"   

A class is a collection of documents that share the same attributes.  Classes XE "Classes"  are usually based on the different functions or phases (e.g., requirements, post-award) of objects in the procurement process.  A class is associated with an object when the object is created.  Access to objects depends upon three things:

1. the object’s class

2. who owns the object

3. who is viewing the object

There may be cases in complex organizational structures where it is advantageous to have different groups (e.g., small purchase and contracts) create the same object (e.g., SF 18) into different classes (small purchase and pre-award).  However, in most cases, all groups will create objects into the same class.

All documents and objects (e.g., cabinets, etc.) are assigned to a class.  A class is similar to a category.  Groups XE "Groups"  are assigned rights to that class or category of document objects (e.g., to read, write, drag [move] or delete).  Classes XE "Classes"  are defined when objects are created, such as when a user creates a Purchase Request.  

How is location involved?  Because PD² provides an online search feature, users can access documents on other users’ desktops.  From the search window, a user’s group may be granted rights not only to view a document located on someone else’s desk, but also to drag that document onto the viewer’s desktop.  

Note:  Drag is therefore a very powerful right.  It is recommended that this right be restricted to a select group of individuals, e.g., system administrators and managers. 

1.2.2.3 Establish Team XE "Team"  and Desktop Structure

PD² offers flexibility in organizing the desktop, naming and numbering conventions and establishing teams.  In order to facilitate document tracking and enforce baseline user guidance, the system administrator should review the site’s organizational structure and establish site conventions and a team structure to support PD² contracting activities.

1.2.2.4 Teams XE "Team"  and Team Cabinets
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The system administrator sets up team cabinets, team leaders, and team members.  Teams and Team XE "Team"  Cabinets are described in detail in Part 2: User XE "User"  Guidance of  the CONOPS.

1.2.2.5 Menu Options XE "Security Model:Menu Options" 
Users do not require Menu access to read a document, only to create one. (To read a document, double-click on the icon.)  

Certain Menu items (such as the Reference Library or “Exit”) are available to all groups, but most Menu items can be turned on or off.  Note that a group must have access to a parent Menu in order to reach the sub-menus.

Having a Menu option does not supersede security.  If users cannot write to forms or Reports, or cannot create SMLs, Modifications or Amendments, they should not have Menu access to those objects and functions.  (It is possible to have more Menu options than you can actually use, if your security and document access rights are limited.)  

1.2.2.6 Reporting Access

Access to the Cognos XE "Cognos"  Reports menu is assigned at the group level, with individual write, run, and administrator privileges designated at the user level.  

1.2.2.7 Security Model XE "Security Model"  Rules to Remember

The following list provides some helpful hints to remember if and when you customize your security model:

· A user cannot delete a document from any other user’s desktop

· A user automatically has Read privileges to a document on his/her desktop

· After a document has been approved, it becomes Read-only (regardless of security)

· A user belonging to multiple groups has the “sum” of all the access levels defined for each group

· An individual user cannot be granted privileges that he/she does not have based on his/her group, only denied privileges that he/she would otherwise have as a group member

· There should be a class defined for every object which members of the group can create via the Menu
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Note:  PD² is installed with a sysadmin user and group.  Do not delete the sysadmin user or group when developing your security model, for deleting these prematurely may prevent reentry into PD². 

Note:  PD² is also installed with two default teams called System and System2.  As it is part of the DoD Standard Data but not the Army Standard Data, this team may be deleted, if desired, and replaced with site specific teams. 

1.2.2.8 Recommendations for Security Model XE "Security Model"  Blanket Rules:

The following rules are good business practice to ensure that the Security Model XE "Security Model"  provides maximum benefit:

· SA group has read, write, drag and delete access to all classes on all desktops 

· All groups have write and delete access to their own desktop containers

· Groups XE "Groups"  that contain managers and team leaders have read access to other groups’ documents as appropriate 

· Mgmt group has drag access for all documents on all desktops

· Groups XE "Groups"  that contain managers, team leaders, contract specialists, purchasing agents, and system administrators have write access for all classes on their own desktops

· Groups XE "Groups"  that contain support personnel have write access for Funding, and General classes on users’ own desktops

· Groups that contain personnel with reviewing authority have write access to General classes on users’ own desktops

· MACOM group has write access to General classes on users’ own desktops

· Groups XE "Groups"  identified for Source Selection should allow no additional access to Source Selection documents.

Note:  Team XE "Team"  members must be given access to the team cabinet through system administration in order for them to be able to see the cabinet on their desktop.

Several default system rules apply.  These supersede customized access rights:

· All groups have read access to all classes on fellow group members’ desktops

· All users have drag access on their own desktops

· No users have write access on other users’ desktops

Note:  As a system administrator, you will also notice a group called “sysadmin,” for system administration.  This is a default Group into which an automatic user assignment is made upon creation of the database.  While this is a system set-up security measure and should be preserved, it has no other bearing on the site security model.

1.2.2.9 Security Model XE "Security Model"  Final Checks

A final check for these common problems and errors is recommended:

· Allowing a group to create objects for which they lack Write access: This should be avoided whenever possible by ensuring that the class assigned to the object type for this group is the one to which the group has Write access.

· Undeletable object classes: At least one group should have the Delete privilege for a given class in the system. Otherwise objects in that class can never be deleted.

· Bad combinations of drag and delete privileges: If user has Delete privileges for an object class on his/her own desktop but not in another group, yet also has the Drag privilege, he/she can drag the object to his/her own desktop and delete it there. Watch out for this one!

· Forgetting to include a system administrator group: There should always be a group with Drag and Delete privileges for most documents in the system to facilitate trouble-shooting.

· Not defining a class for every object that members of the group can create through the menu: The user will receive an error message if he/she selects a menu option to create a form for which he/she has no default class assigned.

1.2.2.10   Site Specific User XE "User"  Guidance 

If sites have unique business practices not addressed in the CONOPS User XE "User"  Guidance part, they must document and communicate these needs either during the user training or soon thereafter. 

Much of this supplementary guidance will result from site additions to the PD2 standard data configuration or explanations at the site-level (as required) for the construct of the security model, standard routes, etc.  System administrators and team members must determine whether users will need additional explanation in order to understand site revisions to the baseline PD2 Standard Data Configuration (e.g., Security Model XE "Security Model"  changes).

1.2.3 SPS User XE "User"  Administration

The following tasks must be completed to establish and maintain a user in PD2.

1.2.3.1 Approvals XE "Approvals" 

 XE "Warrants" 
Approval Types

An approval type represents the kind of approval required for a document (e.g., contracting officer, SADBU).  These approval types are then assigned an approval authority. XE "Approvals:Approval Types" 
Approval Templates XE "Approvals:Approval Templates" 
In the course of a procurement action, varying levels of approval may be required depending on the thresholds, sensitivity, or other characteristics of the procurement.  Approval Templates – similar to an Approval Sheet in the hard-copy world – should be designed to permit users maximum flexibility in completing the approval process. 

Adding multiple authorities to a single Approval Template means each “signature” must be applied before moving to the next step in the procurement action.  For this reason, creating templates which in most instances require single Approval Authorities may be the most advantageous. 

The Approval Templates defined will not accommodate external review and approval bodies (e.g., finance, customers, JAG) who are not parties to PD².  Separate conventions must be applied to integrate these participants into the SPS procurement process.

1.2.3.2 Warrants XE "Warrants" 

A warrant represents granted authority to obligate funds in a specified dollar range.  In PD², a warrant identifies the level of authority required to release documents.  PD² supports the definition of warrants based on dollar value and contract type.

Warrant Types XE "Warrants:Warrant Types" \t "See" 
The Warrant task in System Administration allows you to set up warrants for all of the various types of awards that different users can create in PD².  While each PD² user can have only one Warrant Type, PD² provides other parameters to control Warrant authority: Award Type and Contract Type.  Therefore, Army sites can tailor the Warrants model to distinguish the contract types. 

1.2.3.3 Assign User XE "User:Preferences"  Preferences

The system administrator should assign default user preferences.  Individual users can then tailor these preferences.  

Preferences


Preferences are a set of options that define default settings for your Desktop.  System administrators can set default preferences specifying that PD2:

· Ask for confirmation before exiting

· Automatically save your configuration before exiting

· Notify you when new documents are placed in your Inbox

· Delay checking your Inbox for a specified period of time

· Delay moving documents from your Outbox for a specified period of time

· Forward your mail to another user while you are away from the office

· Change your password (Per AR 380-19, paragraph 2.14, passwords must be at least a eight character string using the 36 alphabetic-numeric characters.  At least two of the characters should be numeric.)

· Notify you when a task passes its expected completion date, when a new task has been received, or when an existing task has been deleted or reassigned to another user

· Set default addresses to automatically populate procurement forms

· Establish levels of award creation within the Auto Order task

1.2.3.4 Gather User XE "User" /Procurement Profiles

The system administrator must gather contact, user ID and password information for every user requiring entry into the database.

PD² validates warrant level authority when releasing documents.  The system administrator must gather warrant levels for each user, as well as essential Activity Address Number and user certifications and areas of expertise, for entry into the database.

1.2.3.5 Procurement Profile XE "Procurement Profile" 
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System administrators can configure user’s Procurement Profiles according to the following four tabs:

· USER – Establishes a default address, phone, PIIN, Activity Address Number and other similar data for each user

· WARRANT - Assigns Warrants to users, enabling them to create and release award documents on behalf of the agency

· CERTIFICATIONS - Identifies user certifications for FSC, SIC, WSC and Program Codes

· AREAS OF EXPERTISE - Identifies user areas of expertise

Due to the importance of information captured under Procurement Profile, sites should examine user information carefully and complete the above tabs as much as possible.  Without proper Activity Address Number information, documents will not be correctly numbered, and without warrant information, users may not release documents.  Certifications and Areas of Expertise are also critical when activating the Automatic Assignment feature of PD².

1.2.3.6 Assign Users to Security Groups XE "Groups" 
Each PD² user must be assigned to at least one security group to define his/her document and menu access privileges.  Each user should be assigned to one or more groups depending on his/her roles within the organization.

The Security Model XE "Security Model"  was discussed in some detail earlier in this part and additional documentation may be found in the AMS SPS System Administrator’s Guide.

When loading users into PD2, you will have to enter a variety of site level user information into the PD² database via the System Administration task.  The following table spans a number of SPS preparation data to identify:

	· User XE "User"  ID (with a maximum of 8 characters)
	Password Per AR 380-19, paragraph 2.14, passwords must be at least an eight character string using the 36 alphabetic-numeric characters.  At least two of the characters should be numeric.
· 

	· Last Name
	· First Name

	· Middle Initial
	· Full Name

	· Title
	· Effective From

	· Effective To
	· Group(s) 

	· Team XE "Team" (s)
	· Approval Authorities

	· System Administration Task(s)
	· Warrant

	· People to Assign Work
	· Warrant Number

	· Warrant Issue Date
	· Warrant Issuing Organization

	· Warrant Status
	· PIIN Unit Identification Code (Activity Address Number)


Refer to the AMS SPS System Administrator’s Guide for an entire chapter on User XE "User"  Set-Up.  This CONOPS addresses the basics of information to gather to configure your office.  Assigning users to groups involves identifying users and defining your site’s groups.  Class access also is related to this topic and is discussed below.

1.2.3.7 Users XE "User" 
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The User XE "User"  task defines who is in the system.  Each user needs a unique User ID and password and must be assigned to one or more groups.  Approval and access rights are defined at this level.  There are seven “tabs” in the User Task accessible to System Administrators:

	Tab
	Description

	USER
	The system administrator enters each user’s individual information, (e.g., name and password).

	GROUPS
	The system administrator assigns each user to a Primary group, and possibly secondary groups.

	TEAMS
	Users may belong to specific teams within PD2.  More guidance is offered later in this part on recommended team structure.  

	CLASSES
	Group access rights are restricted at the user level on the classes tab.  This tab is optional and is used only for exceptions to the access rights a user automatically receives on assignment to the group in question.

	APPROVALS
	Each user can be assigned an Authority code for Approval rights

	TASKS
	Each user can be assigned access to all or particular tasks in the System Administration module.  System administrators should be given access to all available tasks.  

	MANAGEMENT
	 The system administrator must assign users and/or user types to specific managers for workload management.


Refer to the AMS SPS System Administrator’s Guide for more information on creating Users and User XE "User"  Types.

1.2.3.8 User XE "User"  Type XE "User:Type" 
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The User XE "User"  Type task establishes the business titles in a typical Contracting Office (i.e. Contracting Officer, Contract Administrator, etc.).

1.2.3.9 Groups XE "User:Groups" 
[image: image7.wmf]
The Group task supports the Menu and Object security features of PD².  Every user must belong to at least one group.  Each group has certain rights with regard to viewing, creating, modifying, deleting and dragging documents.  Users assigned to a particular group will inherit the associated common access rules (and Menu options) defined for the group by the system administrator.  

There are five “tabs” on the Group task for establishing group security:

	Tab
	Description

	GROUP 
	A collection of users who share access rules.  Groups XE "Groups"  are generally based on common functional roles.

	USERS 
	A selection of users assigned to a particular group.

	CLASS ACCESS* 
	Individual users inherit their access rights to an object class based on the Primary Group to which they belong.  Class Access determines their privileges to an object viewed from the search results window or when it reaches their desktops.  The following checkboxes apply:

· Write - Specifies whether the user has privileges to update an object of the selected Class

· Drag - Specifies whether the user may drag an object of the selected Class from the Search Results window to the desktop

· Delete - Specifies whether the user can delete an object of the selected Class.

Note:  

	MENU 
	The Menu tab allows access to various Menu options (functions) for the group.  

	OBJECT CLASSES 
	A Class is assigned to each object Type (container or document) a group can create.  This is the class an object will have when users in the Primary Group create an object.
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Notes:

· Design your groups by access members should share, not by their current job titles.

· After a document has been approved, it becomes read-only (regardless of security).

· Users belonging to more than one group have the “sum” of all access levels defined for each group.

· Users cannot be granted privileges they do not have based on their group assignments; they can only be denied privileges they would otherwise have as group members.

· A class should be defined for every object group members can create.

Again, please refer to the discussion of the Security Model XE "Security Model"  at the beginning of this section, for more information on setting up your site’s Security Model.

1.2.3.10 User XE "User"  Worksheet

After installation of PD² and configuration of the Security Model XE "Security Model" , sites may utilize this worksheet as a guideline for populating the minimum requirements for site-specific Team XE "Team" , User XE "User" , and Procurement Profile information. The table lists the System Administration tasks, the order in which they should be accessed, and the fields to populate for proper PD² user functionality. While sites may choose to store information in additional System Administration fields, this worksheet outlines the minimal mandatory input per user

	SA Task
	Tab
	Mandatory Fields
	Comments

	Class
	
	
	The Security Model XE "Security Model"  was discussed in some detail earlier in this part and additional documentation may be found in the AMS SPS System Administrator’s Guide.

	Group
	
	
	The Security Model XE "Security Model"  was discussed in some detail earlier in this part and additional documentation may be found in the AMS SPS System Administrator’s Guide.

	Approvals
	
	
	The Security Model XE "Security Model"  was discussed in some detail earlier in this part and additional documentation may be found in the AMS SPS System Administrator’s Guide.

	Warrants
	
	
	The Security Model XE "Security Model"  was discussed in some detail earlier in this part and additional documentation may be found in the AMS SPS System Administrator’s Guide.

	User XE "User" 
	
	
	Enter all PD² users before progressing to the next task.

	
	User XE "User" 
	User XE "User"  Id
	Enter user Id as appropriate (max: 8 characters). User XE "User"  Id is case sensitive.

	
	
	Password
	Enter password Per AR 380-19, paragraph 2.14, passwords must be at least an eight character string using the 36 alphabetic-numeric characters.  At least two of the characters should be numeric.

	
	
	Verify
	Verify password.

	
	
	Last Name
	Enter user’s last name.

	
	
	First Name
	Enter user’s first name.

	
	
	Middle Initial
	Middle initial is not required but is recommended.

	
	
	Full Name
	Enter Full Name to represent how user’s name will appear on PD² generated documents.

	
	
	Description
	Enter user’s job description as appropriate.

	
	
	Effective Date
	The From field defaults to today’s date. Leave the To field blank unless user is temporary.

	
	
	User XE "User"  Report XE "Reports"  Class
	Defaults to reader. Change to writer or admin as required.  
Reader allows users to run existing reports.
Writer allows users to run, write and import reports

Admin allows users to run, write, and import reports to the database.  Also allows access to the security catalog.

	
	Groups XE "Groups" 
	
	Select user’s group(s) from the list of available groups in the left column and add to User XE "User" ’s Groups XE "Groups"  in the right column. You must select at least one group per user and designate one group as the primary group.

	
	Approvals
	
	Assignment of approval authority codes is required for users with approval authority. Select a user’s approval authority from the list of available authority codes in the left column and add to Assigned Authority Codes in the right column. You may select one or multiple authority codes.

	
	Mgmt
	
	Select users from the list of available users in the left column and add to User XE "User" ’s Groups XE "Groups"  in the right column as appropriate.   Select all users whose workload is managed by the user being created. 

	Team XE "Team" 
	
	
	Enter all teams as required.

	
	Team XE "Team" 
	Team XE "Team"  ID
	Enter Team XE "Team"  ID as appropriate.

	
	
	Description
	Enter Team XE "Team"  Description as appropriate.

	
	
	Team XE "Team"  Leader 
	Select a Team XE "Team"  Leader from the list of available PD² users in the drop-down list.

	
	
	Team XE "Team"  Group
	Select a Team XE "Team"  Group from the available PD2 teams in the drop-down list.

	
	Users
	
	Select team members by moving user names from the left column to the right column.

	
	Cabinets
	
	Add team cabinets as required.  Give team cabinets unique names in order to be easily identified.

	Proc Profile (User XE "User"  Procurement Profile)
	
	
	Procurement Profiles are mandatory for users who will create solicitation and award documents as well as warranted users.

Note: you cannot create a profile for the system default user sysadmin.

	
	User XE "User" 
	User XE "User" 
	You may only create profiles for existing PD² users displayed in the drop-down list. 

	
	
	Address
	Note:  The Organization and address should be entered into Organization Maintenance and approved prior to establishing the Procurement Profile.

	
	
	Phone
	Phone numbers are required for population of contract documents.

	
	
	Fax
	Fax numbers are required for population of contract documents.

	
	
	E-mail
	E-mail addresses are required for population of contract documents.

	
	
	PIIN UIC
	Insert the first six characters of contract number configuration.

	
	
	Call/Order Code
	The two-digit code is required for users authorized to place D.O.’s against External Awards.

	
	Warrant
	
	Warrant assignment is mandatory for warranted users.

	
	
	Warrant
	Select a warrant from the available warrants in the drop-down list.

	
	
	Warrant number
	Enter warrant number.

	
	
	Issue date
	Issue date defaults to today’s date. If the warrant’s issue date is to occur in the future, change to the desired date of issue.

	
	
	Receive date
	Insert the date from previous Issue Date field.

	
	
	Status
	Select appropriate warrant status from the drop-down list.

	
	
	Status date
	Status Date populates according to the Status field.

	
	
	Issuing organization
	Click Add to launch Organization Maintenance from which to select or add a desired address.

	Prefs
	
	
	Setting default preferences is not required, but is recommended. Users can customize preferences from their workstations. To support automated PR’s, the PR follow-up recipient (sysadmin) must have a designated default Issuing Office.  Additionally, to eliminate the necessity to manually add Payment Offices for each award, have buyers set their default pay office within the Prefs Task.

	
	General
	
	

	
	
	Confirm to exit
	Defaults to checked.

	
	
	Save configuration on exit
	Defaults to checked.

	
	
	Catalog Name
	Enter the current version of the Cognos XE "Cognos"  catalog.  This can be changed by the user when running reports against different versions of the Cognos catalogs.

	
	
	Inactivity logout delay
	Defaults to 170 minutes.

	
	
	Notification for new items in Inbox
	Defaults to checked.

	
	
	Check for new Mail every __ minutes
	Defaults to every 10 minutes.  System performance may be adversely affected if this time is decreased.

	
	
	Send new Mail every __ minutes
	Defaults to every 1 minute.

	
	
	Auto Ordering Preference 
	Defaults to blank.

	
	Notification 
	
	Defaults to select all notifications except:
· Delivery Due Dates

· Notification of Payment Made

· Request for Delivery Status

· Contractor Deficiency Notification Dates

· Contractor Deficiency Exhibit Request Dates

· Payment Request Rejection Notification

	Reports
	
	
	Since report access is granted at the group level, select the appropriate groups and grant access to desired reports. 


1.2.4 Clauses XE "Clauses"  and Clause Logic

1.2.4.1 Clause Logic XE "Clauses:Logic" 
The central concept of clause logic is the idea that clause rules are used to limit, or focus, the instances when clauses are appropriately included in solicitations and contracts.  A clause rule can be created which has no limitations, thus meaning that the rule will always be true and the associated clause will always be selected.  A clause rule can be created which has one or more limitations, thus focusing the instances that are appropriate for the associated clause to be included in the document.  

When a clause rule is created, it includes various limitations (described below) that can be thought of as existing in three states: present, not present, and indifferent.

· If the limitation is to be “present,” it is a very specific state.  

· Example 1: If the limitation is an “FFP” line item, the line item must be FFP for the limitation to be true.  It cannot be any other type of line item.  It can only be the exactly defined limitation.

· Example 2: If the limitation is that the total dollar value is to be “>$100,000,” the total dollar value may be any value in excess of $100,000.  It cannot be less than or equal to that value.

· Example 3: If the limitation is that the total dollar value is to be between two dollar values, multiple limitations may be defined.  If the limitation is to be a total dollar value between $100,000 and $500,000, the limitations may be defined as “>$100,000” and “<$500,000.”  Any dollar value between the two values will meet the limitation; any dollar value outside of the range fails to meet the limitation.
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Note:  When using multiple quantity limitations, the system administrator should ensure that impossible limitations are not defined.  For example, a dollar value cannot be greater than $500,000 and less than $100,000 at the same time.

· If the limitation is to be "not present", it is a less specific state.

· Example 1:  If the limitation is a “Not FFP” line item, the line item can be any type except FFP for the limitation to be true.  It can be anything other than the exactly defined limitation.  Use of multiple “not present” limitations allows definition of a set of true data.  

· Example 2:  If the limitation is to be any fixed price line item, the limitations can be defined as “Not COST,” “Not CPAF,” “Not CPIF,” “Not CPIF,” “Not CS,” “Not LH,” “Not LTR,” and “Not T&M.”  This means that the limitation is defined as being any fixed price line item type.

· If no limitation is identified, the system is “indifferent” to the state of the data.  

· Example 1:  If no line item type limitation is identified, then any line item type may be selected, and the limitation is still true.  

· Example 2:  If no limitation on the type of document is identified, the rule will be true for all document types.

Data criteria, characteristics, and clause rules that begin with “PD2” are not editable.  In addition, they cannot be deleted by the local system administrator.  This protects the integrity of the provided clause logic and data.

Understanding automatic clause selection and the associated clause logic set requires an understanding of four inter-related system administration tasks.  The tasks are Clause, Clause Rules, Characteristics, and Format XE "Format" .  The Clause task is used to integrate all aspects of clauses and clause rules, and to specify how and where selected clauses generate into the procurement document (solicitation, amendment, award, or modification).  

For additional guidance on the specifics of the utilization of Clause Logic and its associated tasks, refer to the FARSite Forums located at: http://farsite.hill.af.mil.

1.2.4.2 Clause Task XE "Clauses:Task" 
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The Clause task contains both FAR and DFARS clauses that are pre-loaded into the PD² database.  Each clause is associated with a clause rule that determines when it can be applied to a solicitation or a contract using the Auto Select Clause feature.  In addition, the section clause location in different contract formats can be assigned in the task. 

The system administration Clause task is used to:

· Define clauses:

· Clause Number – used to identify the clause using a number or name (i.e., 52.203-2).

· Clause Title – used to identify the clause using a name (i.e., Certificate Of Independent Price Determination).

· Regulation – used to identify the source of the clause (i.e., FAR, DFARS, Local, etc.)

· Effective Date – used to identify the effective date of the clause (documents cannot pull in clauses that have effective dates in the future).

· Reserve Date – used to identify the reserve date of the clause (documents cannot pull in clauses that have been reserved prior to the date identified; reserve dates may be identified for future reservation).

· Substantially the same as – identifies clauses whose text may be changed by the user; allows the user to open the clause in a read/write status from the clauses tab of line item detail.

· Fill-in – identifies clauses with data to be filled in by the user; allows the user to open the clause in a read/write status from the clauses tab of line item detail.

· Notify on Change – identifies whether users with unreleased solicitations containing the clause are to be automatically notified when the clause is revised.

· User XE "User"  Editable – identifies whether users have the authority to change the clause from full-text to by reference (and vice versa) or to delete the clause using the delete or include/not include function.

· Usage Text – identifies the appropriate conditions for use of the clause.

· Clause text – identifies the text of the clause.

· Associate clause rule(s) with clauses

· Define whether the clause should pull in by full text or by reference, whether the clause is required, required when applicable or optional

· Specify in which section of various formats the clause is to be placed.

1.2.4.3 Clause Formatting XE "Clauses:Formatting" 
Following are formatting instructions to be applied when entering clauses into PD².  These instructions will ensure that manually entered clauses appear in the same typeface and layout as the system-driven clauses:

· All text is in Times New Roman font.

· All text is in font size 10.

· All title lines are capitalized, with the exception of an alternate clause number. 

· There is a line space between the title and the clause text.

· All paragraphs and subparagraphs are left justified.

· Paragraphs and subparagraphs have no indentation.

· There is a blank line at the end of the clause text.

For example, FAR 52.203-3 appears as follows:

52.203-3

GRATUITIES (APR 1984)  [There are 6 spaces between the clause and the text]

(a) The right of the Contractor to proceed may be terminated by written notice if, after notice and hearing, the agency head or a designee determines that the Contractor, its agent, or another representative-- 

4. Offered or gave a gratuity (e.g., an entertainment or gift) to an officer, official, or employee of the Government; and 

5. Intended, by the gratuity, to obtain a contract or favorable treatment under a contract. 

(b) The facts supporting this determination may be reviewed by any court having lawful jurisdiction. 

(c) If this contract is terminated under paragraph (a) of this clause, the Government is entitled – 

6. To pursue the same remedies as in a breach of the contract; and 

7. In addition to any other damages provided by law, to exemplary damages of not less than 3 nor more than 10 times the cost incurred by the Contractor in giving gratuities to the person concerned, as determined by the agency head or a designee. (This subparagraph (c)(2) is applicable only if this contract uses money appropriated to the Department of Defense.) 

(d) The rights and remedies of the Government provided in this clause shall not be exclusive and are in addition to any other rights and remedies provided by law or under this contract. 

The title line of FAR 52.202-1 Alternate I appears as follows:

52.202-1 Alt I
DEFINITIONS (OCT 1995) - ALTERNATE I (APR 1984)

Clauses in the standard numbered format displayed in the Clause Administration task are sorted first by regulation, then by section, subsection, and finally by clause number. For example, if “X” represents the regulation, “Y” represents the section, “Z” represents the subsection, and “AAA” represents the clause number, then the standard numbered format for a clause would be “X.Y-Z AAA.” Any “non-standard” clauses (i.e. not in the format “number.number-number” or “number-number.number-number”) are sorted alphabetically after clauses in the standard numbered format.

For proper EDI transmission of local clauses, be sure to identify the fill-in boxes of newly created clauses.

1.2.4.4 Clause Rule XE "Clauses:Rule" 
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The Clause Rule feature determines clause selection.  This task establishes the rule, associated data criteria characteristics, and clauses.  The feature also provides the ability to build the query select statement to automatically pull in the clause when creating the solicitation or award.  Clause rules for FAR and DFARS clauses are included in PD².

Clause Rules can be defined using a combination of data criteria, document characteristics, imbedded routines, and clause inclusion.  These are used to define the clause applicability limitations defined above.  The clause rule is used to define when it is appropriate for the associated clause to be automatically included into, or recommended to, the procurement document.  Another way to think of the rule is that it restricts when the rule can be called.  A rule that has no data criteria, characteristics, or embedded routines (SQL statements) has no limitations.  Therefore, the rule will always be true; any clause with which it is associated will be pulled into all procurement documents.  Adding data criteria, characteristics, or embedded routines to the rule adds restrictions on when the rule can be true, and therefore when the clause will be pulled into the document.  Sources of data that can be used to define a clause rule:

· Data criteria are defined as comparisons against data elements already entered by the user, or calculated from data entered by the user.  Data criteria may be entered into fields, selected from drop-down lists, be numerically compared to calculated values such as the total dollar value of line items, extracted from a character string such as the procurement instrument identification number (PIIN), highlighted radio buttons, etc.  

· Document characteristics are things that may be applicable to an acquisition that is not available as a data criteria.  In the paper world, many of these things were made part of the document by adding a clause.  They are defined by the need for an additional data point not already available elsewhere in the database.

· SQL statements (embedded routines) are look-up routines that look for certain items in the database.  The only one in the system currently looks back through the chain of documents to ascertain if a DD254 is associated with the procurement action.

· Clause inclusion is used to identify other clauses which must be present or absent for a specified clause to be defined as being applicable.  For example, when the regulation prescriptive language states that Clause X is used when Clause Y or Clause Z are used, then Clause Y or Z being present can be defined in the clause rule.  Alternatively, if Clause A is to be used when Clause B is not used, then the Clause A rule can include the requirement that Clause B is not present.

1.2.4.5 Characteristics XE "Clauses:Characteristics" 
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The Characteristics task is a tool to refine clause selection based on established categories, such as product or competition type.  PD² has an initial group of established Characteristics, yet a site may elect to create additional characteristics to support local clauses.

Characteristics that are required by the system administrator to provide an additional data point for the purposes of defining clause rules may be created, deleted or modified using the Chars (Characteristics) task in System Administration.  Those SPS provided characteristics starting with “PD2” are part of the standard data set and cannot be changed or deleted by the system administrator, however, they may be used by the system administrator in creating additional rules for local clauses.  It is recommended that a system administrator who desires to create additional characteristics use a naming convention different than the SPS provided characteristics.  For example, an Army site may begin their locally defined characteristics with “USA”.  Categories are used to create groupings of characteristics.  Categories cannot be used in clause logic, but assist the system administrator in grouping like characteristics for ease of use.

1.2.4.6 Format XE "Format" 
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Prior to document generation, PD² allows the end user to select the format of the document.  The available formats are determined by those provided in the Standard System data set and the system administrator in the Format XE "Format"  task.  This enables you to create, modify, or delete contract formats.  

The Format XE "Format"  task is used for two primary purposes; 1) to define the document format, including the sections and content of those sections, which will be used to generate the procurement documents, and 2) to associate appropriate procurement documents (as default, or as available) which may use the defined formats.  It is important to understand that every clause that is to be pulled into a document must have one or more format sections assigned to the clause.  This defines where the clause will be generated into the document.  PD2 uses the assigned UCF section (in the Clause task) to identify Provisions.  It is important to assign an appropriate UCF section to Local clauses, even if the clause will not be used in UCF documents.  This is how PD2 identifies the Provisions and a) removes them from an award being created from a solicitation, and b) prevents them from being added to a stand-alone award.

1.2.4.7 Automatic Clause Selection XE "Clauses:Automatic Clause Selection" 
A useful way to understand how automatic clause selection operates and is set up is to use the paradigm of When, What, How, Where.

· The When is defined by the clause rule.  When the clause rule (all of its parts) is true, the associated clause will be appropriate for inclusion in the procurement document, or for presentation to the user for consideration (i.e., in a Not Include status).  

· The What is defined by the association of one or more rules to a clause.  What clause is to be selected When its selection is appropriate based on data entered into the document and characteristics that have been selected.  

· The How is defined after the clause rule is associated with a clause and defines How the clause is to be pulled into the document (i.e., by full text or by reference; as required, required when applicable, or optional; initially as included or not included).  

· The Where is defined after the clause rule is associated with the respective clause and the How is defined.  For each clause, one or more format sections are specified that define Where the clause may be inserted into the document.  If a clause does not have these sections assigned, the clause will have nowhere to be placed, and therefore will not be selected.

The clause logic data set (1,600 plus rules for FAR and DFARS clauses) has been developed with certain defaults, as follows:

· The clause logic assumes that Simplified Acquisition Process is used for acquisitions under the Simplified Acquisition Threshold, or under $5,000,000 for commercial items.  Under these thresholds, if other than the Simplified Acquisition Process is to be used, then the Non-SAP characteristic must selected.  

· The logic assumes that the acquisition is competitive, unless the data or user selection of conflicting characteristics indicates otherwise.  

· The logic assumes that negotiation is being used if the PD2 solicitation is an RFP or RFQ, or the user selects the matching characteristic for a solicitation created outside of the PD2 database.  

· The logic assumes place of performance is in the United States unless the user selects the Overseas, Guam, United Kingdom, Germany, Italy, or Spain characteristic.

· Except for the Service Contract Act and the Defense Base Act, applicability of all other Acts have been embedded in the clause logic.  If the Service Contract Act or the Defense Base Act apply, the appropriate characteristic must be selected.

· The Simplified Acquisition Threshold is stored as a separate data element; those clause rules that contain SAT look to that data element.  If the SAT changes, the rules will not have to be updated.  The clause rules that contain $100,000 (as specifically defined in the regulations) will remain at the $100,000 level until the rule itself is changed.

1.2.4.8 Clause Logic Examples XE "Clauses: Logic Examples" 
· New Clause Logic using existing data criteria and characteristics for Local Clauses.  

A local clause is loaded into the clause database that should be included in solicitations and contracts over the simplified acquisition threshold for all acquisitions for supplies when FAR 52.209-1 or 52.211-5 are used.  The system administrator opens the System Administration, Clause Rule task and clicks the New button.  On the Rule tab, the system administrator enters a name not starting with “PD2”, for example USA1234.  The rule name should be such that the system administrator can easily identify the clause that the rule will be associated with or the circumstances under which the rule will be true.  On the Data Criteria tab, the system administrator selects the “PD2 CON, IFB, RFP, RFQ” data criteria to indicate that the rule is applicable to documents that are a contract, IFB, RFP, or RFQ.  (NOTE:  If the rule is to be applicable to all document types, no document-type data criteria needs to be selected; the system will be indifferent to which type of document is being used.)  The system administrator will also select “PD2 > Simplified Acquisition Threshold” criteria to indicate that the rule is applicable when the total of line item dollar values is greater than the simplified acquisition threshold.  On the Characteristic tab, the system administrator opens the Product Type category and selects the Supply characteristic to indicate that the rule is applicable to the purchase of supplies.  On the Clause Inclusion tab, the system administrator clicks the Add Clause button and uses the search utility to select 52.209-1 and 52.211-5 from the list of available clauses.  The system administrator then selects the “Or” radio button from the Condition block, and the “Present” radio buttons on both clauses.  This indicates that the clause rule is applicable to the presence of either 52.209-1 or 52.211-5 as selected by automatic clause selection or by manual selection of the clauses by the user.  

The clause rule will be true when all of the conditions identified in the rule are true.  If any of the required conditions is missing, the rule will be false.

The system administrator clicks the OK button to save the newly created rule.

The system administrator opens the System Administration, Clause task and uses the search utility to find the applicable local clause, in this case USA 1234.  The system administrator highlights the clause and Clicks the “Revise” button.  The system administrator either sets or verifies the effective date of the clause and clicks the “OK” button.  The system administrator verifies or edits information on the Clause tab.  On the Rule tab, the system administrator uses the search utility to find the appropriate clause rule or rules, in this case, clause USA 1234.  The system administrator highlights rule USA 1234 and moves it to the Selected Rules window using the down arrow.  The system administrator selects the appropriate Required, Incorporation, and Not Include status.  On the Section tab, the system administrator identifies the appropriate format section(s) that the clause should be inserted into by highlighting the section(s) and moving them into the Selected Sections window using the down arrow.

The clause will now be inserted into the section identified by the system administrator for the format selected by the user in the Required, Incorporation, and Not Include status selected by the system administrator when all parts of the clause rule are true.

· Creating a new Data Criteria

Data criteria can be created that looks at data items from drop down lists, numerical fields, text fields, whether a field is filled in, and may use wild-card values to look at “classes” of data.  If the system administrator needs to define a data criteria not already in the list of available PD2 data criteria, this is done through the System Administration, Clause Rule task. 

In this example, the system administrator finds a need for a data criteria for the purchase of  Live Animals (Federal Supply Group 88)(available from a drop-down list).  On the Data Criteria tab, the user clicks the “New” button.  In the Data Criteria Detail screen, the system administrator enters a description of the data criteria, for example, “USA Live Animals”.  The “USA” is used to specify that the data criteria is not one of the PD2 criteria, but has been created by the organization.  The system administrator selects the appropriate source of the data from the Data Source drop down, in this case, “PD2 CLIN” since the FSC is entered in line item detail.  The system administrator selects the appropriate data attribute, in this case “PD2 FSC Group”.  The system administrator selects the appropriate operator, in this case “=”, because the data criteria is to be equal to FSG 88.  The system administrator clicks the “Add” button to enter the Data Value Detail.  Using the drop down list, the system administrator selects “88” and clicks the “OK” button.  The selected data value will appear in the Data Value window.  The system administrator clicks the “OK” button to save the newly created data criteria.

In a second example, the system administrator finds a need for a data criteria for procurement actions over $123,000.  On the Data Criteria tab, the user clicks the “New” button.  In the Data Criteria Detail screen, the system administrator enters a description of the data criteria, for example, “USA Over $123,000”.  The “USA” is used to specify that the data criteria is not one of the PD2 criteria, but has been created by the organization.  The system administrator selects the appropriate source of the data from the Data Source drop down, in this case, “PD2 Total Cost”.  The system administrator selects the appropriate data attribute, in this case “PD2 Total Cost”. The system administrator selects the appropriate operator, in this case “>”, because the data criteria is to be greater than the defined value.  The system administrator clicks the “Add” button to enter the Data Value Detail.  The system administrator enters “123000” in the Data Value field and clicks the “OK” button.  The entered data value will appear in the Data Value window.  (NOTE:  When entering numerical values, use only number; do not use commas, dollar signs, or other non-numerical values.)  The system administrator clicks the “OK” button to save the newly created data criteria.

In a third example, the system administrator finds a need for a data criteria to determine whether a certain field has data entered.  On the Data Criteria tab, the user clicks the “New” button.  In the Data Criteria Detail screen, the system administrator enters a description of the data criteria, for example, “USA Inspection Level”.  The “USA” is used to specify that the data criteria is not one of the PD2 criteria, but has been created by the organization.  The system administrator selects the appropriate source of the data from the Data Source drop down, in this case, “PD2 CLIN”.  The system administrator selects the appropriate data attribute, in this case “PD2 Inspection Level”. The system administrator selects the appropriate operator, in this case “NOT NULL”, which means that the field is not empty (therefore has data entered in the field).  No additional information is required for definition of this data criteria.  The system administrator clicks the “OK” button to save the newly created data criteria.

In a fourth example, the system administrator finds a need for a data criteria to determine if the Additional Shipping Marking started with the phrase “Mark For”.  On the Data Criteria tab, the user clicks the “New” button.  In the Data Criteria Detail screen, the system administrator enters a description of the data criteria, for example, “USA Mark For”.  The “USA” is used to specify that the data criteria is not one of the PD2 criteria, but has been created by the organization.  The system administrator selects the appropriate source of the data from the Data Source drop down, in this case, “PD2 CLIN”, since the Additional Shipping Marking field is in line item detail.  The system administrator selects the appropriate data attribute, in this case “PD2 Additional Shipping Marking”. The system administrator selects the appropriate operator, in this case “LIKE”, because the data criteria will be used with a wild-card to determine if the entered value meets the defined criteria.  The system administrator clicks the “Add” button to enter the Data Value Detail.  The system administrator enters “Mark For%” in the Data Value field and clicks the “OK” button. The percent sign (%) is the wild card and will cause the data criteria to look for data starting with “Mark For” and  will be indifferent to additional characters in the entered data.  The entered data value will appear in the Data Value window.    The system administrator clicks the “OK” button to save the newly created data criteria.

· Creating a new Characteristic

If the system administrator needs to define a characteristic not already in the list of available PD2 data criteria, this is done through the System Administration, Chars task.  On the Characteristics tab, the user clicks the “New” button.  In this example, the system administrator finds a need for a characteristic for the purchase of  Non-Appropriated Fund (NAF) items.  In the Characteristic Detail screen, the system administrator uses the Category drop down list to select the appropriate Category within which the characteristic will be stored, in this case, “Other”.  The system administrator enters a name for the characteristic in the Name field, for example, “USA NAF”.  The “USA” is used to specify that the characteristic is not one of the PD2 characteristics, but has been created by the organization.  The system administrator enters a description of the characteristic, in this case, “USA Non-Appropriated Funds”.  The system administrator clicks the “OK” button to save the newly created characteristic.

· New Clause Logic using locally created data criteria and characteristics for Local Clauses

A local clause is loaded into the clause database that should be included in solicitations and contracts for acquisition of live animals using non-appropriated funds.  The system administrator opens the System Administration, Clause Rule task and clicks the New button.  On the Rule tab, the system administrator enters a name not starting with “PD2”, for example USA NAF Animals.  The rule name should be such that the system administrator can easily identify the clause that the rule will be associated with or the circumstances under which the rule will be true.  On the Data Criteria tab, the system administrator selects the “PD2 CON, IFB, RFP, RFQ” data criteria to indicate that the rule is applicable to documents that are a contract, IFB, RFP, or RFQ.  The system administrator will also select “USA Live Animals” criteria to indicate that the rule is applicable when any FSC in the Federal Supply Group 88 is entered into line item detail in the FSC field.  On the Characteristic tab, the system administrator opens the Other category and selects the USA NAF characteristic to indicate that the rule is applicable to NAF acquisitions.   

The clause rule will be true when all of the conditions identified in the rule are true.  If any of the required conditions is missing, the rule will be false.

The system administrator clicks the OK button to save the newly created rule.

The system administrator opens the System Administration, Clause task and uses the search utility to find the applicable local clause, in this case USA NAF Animals.  The system administrator highlights the clause and Clicks the “Revise” button.  The system administrator either sets or verifies the effective date of the clause and clicks the “OK” button.  The system administrator verifies or edits information on the Clause tab.  On the Rule tab, the system administrator uses the search utility to find the appropriate clause rule or rules, in this case, clause USA NAF Animals.  The system administrator highlights rule USA NAF Animals and moves it to the Selected Rules window using the down arrow.  The system administrator selects the appropriate Required, Incorporation, and Not Include status.  On the Section tab, the system administrator identifies the appropriate format section(s) that the clause should be inserted into by highlighting the section(s) and moving them into the Selected Sections window using the down arrow.

The clause will now be inserted into the section identified by the system administrator for the format selected by the user in the Required, Incorporation, and Not Include status selected by the system administrator when all parts of the clause rule are true.

· Replacement Clause Logic for PD² Clause Rule

If a system administrator determines that the provided PD² clause rule does not meet the organization’s requirements, the system administrator may create a new local rule and replace the PD2 rule with that local rule.  To do this, the system administrator creates a new local rule as described above, dissociates the PD2 rule, associates the local rule with the clause, defines how the clause is to appear in the document, and assigns/reassigns appropriate format sections.

1.2.5 Milestone Plans XE "Milestone Plans"  and Checklists XE "Checklists"  

1.2.5.1 Milestone Plan Templates XE "Milestone Plans:Templates" 
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Milestone Plans track progress throughout the procurement process.  As a System Administrator, you will want to maintain the Army standard Milestone Plan templates for adaptation and use by users at your site.  In addition, you may want to develop local Milestone Plan templates.  

Milestone Plan templates help users build their schedules and dependencies for specific procurement actions and then follow the accomplishment of those tasks during the life of the procurement.  PD² can assist in tracking completion of the Milestone steps.

The Army recommends 15 Milestone Plan templates associated with specific procurement types and actions.  .  If a site chooses to use the Army Recommended Milestones, the SA must enter the milestones into the database using the Milestone task located under Utilities(System Administration.  These include:  

· Sealed Bid 

· Competitive Negotiated Award

· Sole Source Negotiated Award

· Delivery Order/Task Order

· Purchase Order

· Exercise Option

· Contract Modification

· Master BPA/BOA

· Letter Contract

· One Pass Order

· Median Agency Source Selection

· Basic Source Selection

· A-76 Cost Study

· Contracting Officer Protest

· GAO Protest

Each template is defined in a separate table in Appendix A: Standard Data Configuration, and includes a column on milestone task durations and another on predecessor steps.

Following is a general description of the features of Milestone Plan templates.  

1.2.5.2 Milestone Dates XE "Milestone Plans:Dates" 
Milestone Plans track three types of dates: planned, revised and actual dates.  PD² contributes to the tracking of each type of date, but the inputs of the system administrator are important in calculating the dates and their sequence.

For planned dates, PD² responds to users’ input of planned overall start and end dates for their procurements by populating planned start and completion dates for specific steps within the procurements.  These are based on the number of days established in the template and any predecessor information that may have been defined by the system administrator for that template.

Revised dates indicate changes in the planned dates (which are fixed for tracking purposes once the Milestone Plan is saved for the first time).  Once saved, altering a Milestone Plan’s descriptions, start and end dates, or dependencies will result in revised schedule dates.

Finally, Actual dates are populated by individual users or automatically by PD² (if the milestone steps were active, the system will record their completion dates automatically).  The actual dates reflect the realities of task completion and can be reported against planned dates.

1.2.5.3 Active Milestones XE "Milestones" 
Documents and Action Types can be associated with Milestone steps for automatic tracking of their completion.  For example, “PR” and “Approve” might be selected to fill a Milestone date for a step titled “Review and approve the Purchase Request.”  System administrators will activate Milestone steps from within the Milestone Plan templates (You will recognize active steps by the association of the document or object icon with the given step.  These appear in the Milestone Plan summary window.).

Once the specified action on an Active milestone is complete, PD² automatically updates the Actual End Date of the Milestone (recall PD² also auto-fills the planned start and finish dates based on duration.).  For example, if you create a Milestone Plan by highlighting a PR document, and designate a Milestone within the Plan as Active, when associated with the Document Type SF 1449, then assign an action of Award, the Milestone Plan will be updated when a SF 1449 is issued against the PR from which the Milestone Plan was created.  It will automatically be marked with an End Date when the SF 1449 is released.

Active Milestones XE "Milestones"  can be locked in the Milestone templates, therefore requiring completion of these actions.  Bear in mind that predecessors to Active Milestones are by default Required steps.  This can be a limitation and is one of the few places the system enforces a given business practice.  As an example, if PR Approve is an Active Milestone with a predecessor, PD² will prevent approval and release of the Purchase Request until the preceding step is accomplished  (Advantages of predecessor and dependent milestones are described below.).

1.2.5.4 Dependent XE "Milestone Plans:Dependent"  Milestones XE "Milestones" 
Milestone steps can be configured such that one or more steps must be accomplished before the next can begin.  These dependencies are defined in the Milestone Plan templates by selecting Predecessor steps from the list box in the Milestone Detail Screen for the given plan.

This functionality works as follows: if you as the system administrator set Milestone One as the predecessor to Milestone Two, you’ve established a dependency.  The planned and revised start dates of the second Milestone will always occur after those of the first, so Milestone Two cannot be reached before Milestone One.

The advantage of defining Predecessor relationships is that PD² will accurately reflect the tasks in your plan with dates that run end to end.  If the links aren’t established, they otherwise appear to begin on the same calendar day.

1.2.5.5 Required XE "Milestone Plans:Required"  Milestones XE "Milestones" 
System administrators can lock milestones into the templates to require task completion.  These Required steps appear in red in the Milestone Summary window.  For example, a site may want to designate DD 350 reporting a required step in award actions to remind users of their necessity.

1.2.5.6 Fixed Duration XE "Milestone Plans:Fixed Duration"  Milestones XE "Milestones" 
System administrators can establish Milestones XE "Milestones"  with Fixed Durations in a Milestone template.  Fixed Duration Milestones are automatically calculated in the system and cannot be changed in the Milestone Plan.

1.2.5.7 Required--Fixed Duration Milestones XE "Milestones" 
The system administrator can also define Required—Fixed Duration Milestones XE "Milestones"  in the Milestone templates.  These Milestones are required and automatically calculated in PD².  A user cannot change these Milestones.

1.2.5.8 Milestone Templates XE "Milestone Plans: Customizing Set-Up" 
Recommended Milestone Templates are listed in Appendix A, Standard Data Configuration.

In defining the Milestone Plans, five blanket rules were applied:

· No Milestones XE "Milestones"  were designated “Required” steps.

· All Milestones XE "Milestones"  were designated “Optional” steps.

· No Milestones XE "Milestones"  were designated “Active” steps. 

· Each Predecessor was designated by default as the immediate preceding step.

· Durations signify total days allotted per step and may be tallied for the task’s Procurement Action Lead Time (PALT) total.

The Army defined its Milestones XE "Milestones"  at a high-level, with the understanding that sites will supplement the baseline plans as needed.  In general, the Milestone Plans were kept to a minimal number of steps.

1.2.5.9 Customizing the Milestone Plan Templates

System administrators are free to customize Milestone templates, changing such characteristics as:

· The Milestone name

· The duration of the Milestone

· The Predecessor

· The Milestone dates

· The document type to which the Milestone applies

Note:  Users must wait until after the Milestone Plan has been saved before entering revised and actual dates.

1.2.5.10 Checklist Templates XE "Checklists" 
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Checklists XE "Checklists"  divide the procurement process into consecutive increments of related activities and documentation.

The Checklist task is a tool to track documents or events associated with a procurement action.  Checklist templates can be tailored to accommodate specific situations.  Each Checklist template is associated with a system module corresponding to a procurement phase:

· Contract Management

· Contract Placement

· Correspondence

· Purchase Requests

· Simplified Acquisition

Army Recommended Checklist templates were associated with the Purchase Requests, Contract Placement, and Contract Management Modules.  If a site chooses to use the Army Recommended Checklist, the SA must enter the checklists into the database using the Checklist task located under Utilities(System Administration.  The Army created nine Checklist templates, labeled by number for appropriate ordering as follows:

· Requirements Checklist

· Pre-Solicitation Checklist

· Solicitation Checklist

· Evaluation/Pre-Award Checklist

· Award Checklist

· Post-Award Documents Checklist

· Contract Administration Checklist

· Labor & Payroll Checklist

· Payment and Performance Checklist

These Checklist templates may be found in Appendix A: Standard Data Configuration.

1.2.6 Attachment Templates XE "Attachment Templates" 
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This task relates to storing and maintaining Attachment templates.  An Attachment is a 3rd party document (e.g., word-processing or spreadsheet file) imported and linked to the electronic contract file.  While the Attachment template instance and its relationship to a PD² module are created in System Administration, the actual formatting and text must be created within the 3rd party software.  Therefore, attachment documents are not directly accessible in PD² for reporting purposes and their information does not “carry forward” from one document to the next.

Within the Attachment task, the Templates tab includes a Classification drop-down list box.  This drop-down list box contains standard EDI classifications.  When developing templates and template types, be sure to select a classification to ensure proper EDI transmission of the attachment.

Additionally, the PD² attachment feature has been expanded to include automatic attachments.  With automatic attachment capability, you may enter “bookmarks” into the attachment.  A “bookmark” is a predefined fill-in data field within a document.  The bookmark then automatically pulls data into the attachment when launched, eliminating the need for manually entering data into the attachment. 

Additional information on PD2 Data-Drive Forms and Attachment Templates can be found in Appendix A, Standard Data Configuration.

1.2.6.1 Attachment Modules XE "Attachment Templates" 
PD² asks you to associate attachment templates with one or more Modules in the system.  There are five system-defined Modules: Purchase Requests, Simplified Acquisition, Contract Placement, Contract Management and Correspondence.

These Modules serve two purposes: they allow you to group attachments by function, and they focus your menu choices when selecting attachments.  

1.3 Reporting Requirements

1.3.1 Reports - General XE "Reports" 
AMS has integrated third party tools, Cognos XE "Cognos" ’s Impromptu® and PowerPlay XE "Cognos:PowerPlay" ®, as the PD² ad-hoc reporting module.  Licenses for Cognos have been integrated with PD² software.  These tools will empower users to develop queries and reports without learning the complex database syntax and schemes; thus effectively insulating users from the complexity of the database, the data dictionary and table joins.
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The Reports feature located under the menu Utilities(System Administration(Reports task allows you to define security access rights to reports as well as add or delete the reports available to users.  As new reports are created within PD², only the creators have default access.  Report XE "Reports"  access must therefore be granted at the group level through the Reports Task.  Users in PD² must then be granted either write or read (run) capability at the user level for reports (see paragraph 1.2.2.6 above). 

Careful consideration must be given when granting read/write access to various PD² and Cognos XE "Cognos"  reports.  Generation of complex reports may have a negative impact on system performance.  Access to this type of report should be carefully controlled.  Reports of this nature can be generated with the Cognos Scheduler during non-peak hours.  A special version of the Cognos catalog can be obtained from your Army SPS Report XE "Reports"  Working Group representative that will allow reports to be generated with the Cognos Scheduler.  

Points to consider when establishing reporting rights include:

· Users may be designated as either readers or writers.

· A reader can only run existing reports to which his/her group has access.

· Any user in a group with rights to any of the existing reports can at least view the report. 

· A writer can create a new report, import a previously created report, and delete a report he/she has created. 

· Any imported reports must already exist in a directory and must be Impromptu® reports.

· Reports using PD² data can only be accessed from inside PD².

· Data retrieved by reports will only include items that can be viewed by the person generating the report as established in the PD2 security model.

Several standard reports are incorporated in PD², and others will be developed by the Army and SPS Report XE "Reports"  Working Group to accommodate current reporting capabilities.  

Army SPS reports are available to sites via the website at https://armysps.sdcl.lee.army.mil/.

1.3.2 Report XE "Reports"  Documentation

Complete documentation is installed in the Cognos XE "Cognos"  directory.  Documentation should be thoroughly read before using the Cognos tools.  Following is a list of the reports documentation available for 4.1e:

· 4.1e Catalog Release Notes

· Comparing PD2 Catalogs 4.1 vs 4.1e

· FPDS XE "Reports:FPDS"  Form Changes and V4.1e Catalog

· Installing Powercubes XE "Cognos:Powercubes" 
· Mailing Labels Instructions

· Mastering the PD2 4.1e Catalog

· Switching Between PD2 Catalogs

· Using Cognos XE "Cognos"  Scheduler

· Web Download Readme

1.3.3 Upgrades to Cognos XE "Cognos" 
Upgrades to Cognos XE "Cognos"  catalog and Powercubes are made available via the AMS website at http://pd2.ams.com.  

1.3.4 PD2 Standard Reports

PD2 Standard Reports are maintained concurrently with updates to the Cognos XE "Cognos"  catalog and are automatically installed when the catalog is upgraded.   User XE "User"  access to the reports must be established by the system administrator under the menu Utilities(System Administration(Reports task.  Authorized users can access the PD2 Standard Reports from the Procurement(Reports Menus.  The PD2 Standard Reports are listed under the Report XE "Reports"  Group PD2 Standard Reports.  Highlight the desired report and click Run.  After running desired report, user should close Impromptu when finished.  

To create new reports, users may select Reports from the Procurement menu, click New and create the report.  If the report will be reused at a later date or if it will be imported into PD2, the report should be saved to disk before exiting Impromptu. The Baseline Security Model XE "Security Model"  section, provides a guideline for assigning group level access to the 15 reports discussed above. 

Current PD2 standard reports include:

1.3.4.1 Performance History

This report allows the user to evaluate vendor past performance through the following fields: 

· Vendor Organization Name field - The organization name of the selected vendor contact.

· Vendor DUNS field - The DUNS for the address of the selected vendor contact, pulled from the Address tab on Vendor Maintenance window.

· Vendor Address field - The street address of the selected vendor contact.

· Vendor City field - The city of the selected vendor contact.

· Vendor State Abbreviation field - The state abbreviation of the selected vendor contact.

· Vendor Zip Code field - The zip code of the selected vendor contact.

· Award PIIN field - The award PIIN, pulled from the Vendor Performance Evaluation window.

· Award Effective Date field - The award effective date, pulled from the Vendor Performance Evaluation window.

· Evaluation Type field - The evaluation type value, pulled from the Vendor Performance Evaluation window.

· Complexity of Work field - The complexity of work value, pulled from the Vendor Performance Evaluation window.

· Overall Performance field - The overall performance value, pulled from the Vendor Performance Evaluation window.

· Product/Service Quality field - The product/service quality value, pulled from the Vendor Performance Evaluation window.

1.3.4.2 Awards Summary

Award Summary allows the user to enter the date range for an award effective date in order to determine specific information for the selected award.   This report provides the following fields: 

· Award PIIN field - The PIIN for the base award.

· Award Effective Date field  - The effective date of the award, pulled from the appropriate form.

· Award Description field  - The award description, pulled from the Create Award window.

· Total of Funding Amount for Award PIIN field (uses funding amount) - A calculated column totaling all of the funding amounts for a particular award.

· Vendor Name field  - The name of the vendor identified as the contractor on the award document.

· Funding Strip field  - The long line of accounting selected for a CLIN.

· Cost Code field  - The cost code selected for a CLIN.

· Funded Amount field - Total funding for the Funding Strip and Cost Code

1.3.4.3 Awards by Vendor CAGE

The Awards by Vendor CAGE report allows users to review awards of a particular CAGE.  This report provides the following fields: 

· Vendor Name field - The name of the vendor identified as the contractor on the award document.

· Vendor CAGE field - The CAGE code for the address of the selected vendor contact, pulled from the Address tab on the Vendor Maintenance window.

· Award PIIN field - The PIIN for the base award.

· CLIN Description field - The CLIN description, pulled from the Line Item Detail window.

· NSN field - The NSN data, pulled from the Line Item Detail window.

1.3.4.4 Associated CORs

This report allows the user to review the requirements assigned to a particular COTR.  This report provides the following fields: 

· COTR Name field - The name of contact.

· COTR Phone Number field - The phone number of the COTR contact, pulled from the Contacts tab on the Organization Maintenance window.

· COTR Title field - The title of the contact.

· COTR Organization Name field - The organization name, pulled from the selected COTR contact.

· PR Number field - The number of the PR, as seen on the Desktop.

· Award PIIN field - The award number(s) for all of the awards derived from the selected PR.

· Requiring Activity Organization Name field - The organization name of the selected requester.

1.3.4.5 Contract Close-Out Status

Contract Closeout allows users to identify current and closed-out contracts within their organization.  This report provides the following fields: 

· Award PIIN field - The PIIN for the base award.

· Close-out Status field - Verifies if the award is closed-out.

· Award Total Value With Options field - The sum of all the CLINs.

· KO Name field - The name of contact selected as KO.

· Vendor Name field - The organization name of the selected vendor contact.

· COTR Contact Name field - The name of the contact selected as COTR.

· COTR Organization Name field - The organization name of the selected COTR contact.

· Payment Office Name field - The name of the payment office organization.

1.3.4.6 Contract List

This report allows the user to review contracts within a certain dollar and time range (e.g., small purchase awards = $0-$100,000).  It prompts you to filter the report by entering a minimum and maximum value for the total value with options, along with a beginning and ending date for the award effective date.  This report provides the following fields: 

· Award PIIN field - The PIIN for the base award.

· Award Effective Date field - The effective date of the award as entered on the form.

· Award Total Value With Options field - The sum of all CLINs.

· Vendor Name field - The name of the vendor identified as the contractor on the award document.

· Vendor Street Address field - The address identified in the Street Address field on the Addresses tab on the Vendor Maintenance window.

· Vendor City field - The city identified in the City field on the Addresses tab on the Vendor Maintenance window.

· Vendor State Abbreviation field - The state identified in the State field on the Addresses tab on the Vendor Maintenance window.

· Vendor Zip Code field - The zip code identified in the ZIP Code field on the Addresses tab on the Vendor Maintenance window.

· DUNS field - The DUNS for the address of the selected vendor contact on the Addresses tab on the Vendor Maintenance window.

· CAGE field - The CAGE code for the address of the selected vendor contact on the Addresses tab on the Vendor Maintenance window.

1.3.4.7 Contracting Officer Totals

Users can use this report to review the contract award history for a particular KO.  The report displays a cumulative number of awards for a contracting officer and rolls up the total obligated funding, face value and value with options, of all awards for the contracting officer.  This report provides the following fields: 

· KO Name field - The name of the contact selected as KO.

· Count of Award PIIN for KO field - A calculated column counting the number of awards outlining a KO's responsibility. 

· Total of Award Total Obligated Funding Amount for KO field - A calculated grand total for the KO.

· Total of Award Total Face Value for KO field - A calculated grand total for the KO.

· Total of Award Total Value With Options for KO field - A calculated grand total for the KO.

· Award PIIN field - The PIIN for the base award.

· Award Owner field - The award currently on your Desktop.

· Award Effective Date field - The effective date of the award, pulled from the form.

· Award Approval Status field - Y = Approved, S = Approval Sheet Attached but Unapproved.

· Award Close-out Date field - The date on which the award was closed-out.

· Award Total Obligated Funding Amount field - The sum of all the funding on non-option year CLINs.

· Award Total Face Value field - The sum of all the non-option CLINs.

· Award Total Value With Options field - The sum of all the CLINs.

1.3.4.8 MOA Detail

This report provides a listing of all the existing MOA's by the MOA number.  This report provides the following fields: 

· MOA Title field - The MOA object name, or the Title field on General tab on the MOA window.

· MOA Number field - The MOA object number.

· MOA Task Title field - The Title field on the New MOA Task window.

· MOA Task Status field - The Status field on the New MOA Task window.

· MOA Task Funded Amount field - The Funded Amount field on the New MOA Task window.

· MOA Task Funding Strip field - The Fund Strip field on the New MOA Task window.

· MOA Associated Contract Number(s) field - The PIIN(s) contract number(s) of the contracts identified in the Contract List field on the Contacts/Contracts tab on the MOA window.

· MOA Task Date field - The Date field on the New MOA Task window.

· MOA Task Item Activity Date field - The Activity Date field on the New MOA Task Item window.

· MOA Task End Date field - The date that the MOA task was terminated or completed.

· MOA Task Item Person field - The Person field on the New MOA Task Item window.

· MOA Task Item Hours field - The Hours field on the New MOA Task Item window.

· MOA Task Item Cost field - The Dollars field on the New MOA window.

· Project Number field - The project number identified on the General tab of the MOA window.

1.3.4.9 Audit Actions

Audit Actions provides a listing of all the existing audit actions providing detailed audit information, the associated award PIIN, the contractor/vendor involved and any resolution that is available.  This report provides the following fields: 

· Audit Document Number field - The document number entered when creating an audit-tracking document.

· Audit Action field - The audit action identified on the Audit Tracking window.

· Audit Type field - The audit type identified on the Audit Tracking window.

· Audit Description field - The description entered when creating an audit-tracking document.

· Reportable field - The {Yes} or {No} radio button selected from the Reportable radio button group selected on the Audit Tracking window.

· Auditor Contact Name field - The name of the contact selected as the auditor on the audit-tracking document.

· Auditor Organization Name field - The organization name of the selected auditor contact.

· Date Audit Requested field - The date identified in the Date Audit Requested field on the Audit Tracking window.

· Date Audit Completed field - The date identified in the Date Audit Completed field on the Audit Tracking window.

· Response Required field - The {Yes} or {No} radio button selected from the Reportable radio button group selected on the Audit Tracking window.

· Audit Amount field - The dollar amount identified in the Audit Amount field on the Audit Tracking window.

· Resolution field - The detailed resolution entered on the audit-tracking document.

· Award PIIN field - The applicable award PIIN for the award associated with an audit-tracking document.

· Modification SPIIN field - SPIIN number in the Modification PIIN field on the Audit Tracking window.

· Audit Contractor Organization Name field - The organization name of the selected contractor contact.

· Total Contract Amount field - The number in the Total Contract Amount field on the Audit Tracking window.

1.3.4.10 Dispute Action

This is a detailed report listing existing vendor dispute actions providing associated PIINs, vendor and attorney information, and resolution, if applicable.  This report provides the following fields: 

· Dispute Document Number field - The number entered when creating a new vendor dispute.

· Dispute Document Description field - The description entered when creating a new vendor dispute.

· Dispute Vendor Organization Name field - The organization name of the selected vendor on the Vendor Dispute Tracking window.

· Dispute Vendor Attorney Organization Name field - The organization name of the selected vendor dispute attorney.

· Date Filed field - The date identified in the Date Filed field on the Vendor Dispute Tracking window.

· Vendor Dispute Resolution field - The detailed resolution description entered on the Vendor Dispute Tracking window.

· Dollar Amount field - The number identified in the Dollar Amount field on the Vendor Dispute Tracking window.

· Dispute Award PIIN field - The award PIIN associated with the particular vendor dispute.

· Dispute Award Description field - The description of the award associated with the particular vendor dispute.

· Protest Action Type field - The action type identified in the Action Type field on the Vendor Dispute Tracking window.

· Protest Category field - The category identified in the Protest Category field on the Vendor Dispute Tracking window.

· Date Resolved field - The date identified in the Date Resolved field on the Vendor Dispute Tracking window.

1.3.4.11 Workload Totals

This report provides a list of workload actions grouped by the assignor, thereby allowing a supervisor to review the workload status of his/her employees.  This report provides the following fields: 

· Assigned By field - The user identified in the Assigned By field on the Workload Assignment window.

· Number of Actions field - A count of the workload actions currently assigned.

· Total Funding Value field - Sums the total funding values of workload.

· Total Dollar Value field - Sums the total cost values of workload.

· Assigned To field - The user identified in the Assign To field on the Workload Assignment window.

· Assigned Document Number field - The number of any document on the workload.

· Master Document Number field - The number of the master document of the workload.

· Assigned Document Total Base Year Funding field - The total funding of all non-option CLINs for the assigned document.

· Master Document Total Base Year Funding field - The total funding of all non-option CLINs for the master document.

· Assigned Document Total Base Year Cost field - The total cost of all the non-option CLINs for the assigned document.

· Master Document Total Base Year Cost field - The total cost of all the non-option CLINs for the master document.

· Assigned Document Total Cost field - The total cost of all the CLINs for the assigned document with options.

· Master Document Total Cost field - The total cost of all the CLINs for the master document.

1.3.4.12 Workload Detail

This report provides a supervisor the opportunity to review the workload status of particular employees.  This report provides the following fields: 

· Assigned To field - The user identified in the Assign To field on the Workload Assignment window.

· Number of Actions field - A count of the workload actions currently assigned.

· Number of Open Actions field - The count of the number of workload assignments not completed at the time of the report.

· Number of Completed Actions field - The count of the number of workload assignments completed during the defined period.

· Number of Canceled Actions field - The count of the number of workload assignments with a CANCELED stamp applied during the defined period.

· Average PALT field - The average value of completion PALT % of Actions Completed On-Time field - The calculated percentage of actions completed during the defined period that were completed within (equal to or less than) the assigned Number of days identified in the initial workload assignment.

· Master Document Type field - The type of master document for the workload.

· Master Document Number field - The number of the master document of the workload.

· Description of Action field - The description identified in the Description field on the Workload Assignment window.

· Assigned By field - The user identified in the Assigned By field on the Workload Assignment window.

· Assigning User XE "User"  Full Name field - Information on the person whom assigned the workload.

· Assigned Date field - The date identified in the Assigned Date field on the Workload Assignment window.

· Date Received field - The date identified in the Date Received field on the Workload Assignment window.

· Start Date field - The date identified in the Start Date field on the Workload Assignment window.

· Projected End Date field - The date identified in the End field on the Work Assignment Window.

· Priority field - The priority identified in the Priority field on the Workload Assignment window.

· Workload Status field - Canceled / Closed / Late / Open

· Total Funding Value field - Sums the total funding values of workload.

· Total Dollar Value field - Sums the total cost values of workload.

1.3.4.13 Detailed Contracts

This report provides a list of award PIINs allowing the user to quickly review of base award documents (does not include modifications).  This report provides the following fields: 

· Award PIIN field - The PIIN for the base award.

· Issuing Office Organization Name field - The name of the issuing office organization.

· Vendor Organization Name field - The name of the vendor identified as the contractor on the award document.

· Contract Type field - The value selected as the document classification.

· Award Description field - The description entered in the Create Award window.

· Base Year End Date field - The latest performance end date for a base year CLIN.

· End Date With Options field - The latest performance end date for a base year CLIN including the option CLINs.

· Award Total Funding Amount field - The sum of all the funding on non-option year CLINs.

· Award Total Face Value field - The sum of all the non-option CLINs.

· Award Total Value With Options field - The sum of all the CLINs.

1.3.4.14 Contract Modifications

The Contract Modifications report allows users to review existing award and modification data.  This report provides the following fields: 

· Award PIIN field - The PIIN for the base award.

· Award Effective Date field - The effective date of the award, pulled from the form. 

· KO Name field - The name of the contact selected as the KO.

· Award Owner field - The award is currently on this user’s Desktop.

· Award Total Obligated Funding Amount field - The sum of all the funding of non-option year CLINs.

· Vendor Name field - the organization name of the selected vendor contact.

· Modification SPIIN(s) field - The SPIIN of any modifications for the contract.

· Modification Release Status field - Released or Unreleased.

· Modification Effective Date field - Block 3 on the SF 30.

· DD 350 Report XE "Reports"  Number(s) field - The number assigned to any DD Form 350 for the particular contract.

1.3.4.15 PR Status

This report allows the user to quickly review the status of requisitions.  This report provides the following fields: 

· Requiring Activity Organization Name field - The organization name of the selected requester.

· Requester field - The name of contact selected as requester.

· COTR Organization Name field - The organization name of the selected COTR contact.

· COTR Name field - The name of contact of the selected COTR.

· PR Number field - The number of the PR as seen on the Desktop.

· Requisition Date field - The requisition date of the PR.

· Solicitation PIIN field - The solicitation number(s) for the solicitation derived from the selected PR.

· Solicitation Issue Date field - The solicitation issue date listed on the form.

· Award PIIN field - The award number(s) for the awards derived from the selected PR.

· Award Released Date field - Date the award was released.

· Total Funded Amount field - The total amount of funding on the PR, regardless of whether it is applied at the CLIN level or contract level.

· Total Award Cost field - The cost of the CLINs including options on the award.

1.3.4.16 PowerPlay XE "Cognos:PowerPlay"  and Powercubes XE "Cognos:Powercubes" 
For PD² data analysis using PowerPlay XE "Cognos:PowerPlay" (, report builders will manipulate the PD² Cube.  

Two powercubes are available with 4.1e to allow users to report on summary information about the DD 350 and DD 1057 Fiscal Year 01 forms.  These powercubes require careful installation.  Before any site installs the powercubes, they should install the Impromptu and PowerPlay XE "Cognos:PowerPlay"  Administrator tools located in the Cognos XE "Cognos"  Administrator Tools folder on thePD2 installation CD-ROM.  Detailed installation instructions for the Powercubes XE "Cognos:Powercubes"  are provided in the Cognos directory under the directory 4.1e Documentation.  If users encounter problems or have questions about powercube installation, they should contact the SPS Help Desk.  The data in a Powercube is a snapshot of the data contained in the database at the time the Powercube is created.  Since the data is static, managers can generate queries against the Powercubes XE "Cognos:Powercubes"  without impacting database performance.  However, SAs should establish a schedule to periodically refresh the powercubes to ensure that new or edited records are made available.  If the powercubes are not refreshed, then DD 1057 and DD 350 forms created or changed after the powercubes were built will not display in reports.  Powercubes XE "Cognos:Powercubes"  can be stored on a shared drive and made accessible to multiple personnel simultaneously.  

1.3.5 Centralized Reports XE "Reports:Centralized"   XE "Reports:Centralized Report Generation" 
The SPS Report XE "Reports"  Working Group is responsible for maintaining and updating DOD level reports concurrently with releases of upgrades to the Cognos XE "Cognos"  catalog.  The SPS Army Response Team XE "Team"  at SEC-Lee is responsible for maintaining and updating Army level reports concurrently with the release of upgrades to the Cognos catalog. 

Access to certain reports may be limited, as importing and executing the reports will also be a function of PD² system security as defined by the site.  System administrators should oversee the import of standard and ad hoc reports.  When seeking specific reports, sites should first examine the PD2 Standard Reports, then review the SEC-Lee website for desired reports, and finally, if no available reports meet specific requirements, contact their MACOM’s Army SPS Report XE "Reports"  Working Group member to request a customized report.  Reports will be developed for Army users on an as-needed basis and a prioritization scheme will be applied as warranted.  Reports will be made available for download with explicit instructions on the SEC-Lee website at: https://armysps.sdcl.lee.army.mil/.

1.3.5.1 Importing Downloaded Reports into PD² XE "Reports:Importing Reports into PD²" 
Once Army standard reports have been downloaded from the SEC-Lee web-site, they can be imported into PD² and run as any other PD² standard report.  It is recommended that reports be stored in folders that identify the Cognos XE "Cognos"  catalog version.  Certain upgrades to the Cognos catalog may require that previously developed reports be rewritten to function correctly with the new catalog.  Proper naming of imported reports will eliminate confusion about the correct catalog to use with the report.  To import downloaded reports into PD²:

· From the PD² Desktop, highlight the Procurement Menu and select Reports

· Select Import

· Locate the file directory containing your downloaded reports and highlight the desired report for import

· Click Open

· When asked “Would you like to save this report?”, click Yes

· Select a Report XE "Reports"  Group from the drop-down list or type in a new Report XE "Reports"  Group

· Assign a unique name to the report

· Click OK

· Upon receiving the message “Report XE "Reports"  successfully imported”, click OK

· To grant report access to multiple users, highlight the Utilities Menu and select System Administration

· Open the Reports Task, highlight the imported report, and click Update

· Assign group access to the report as appropriate and select the Clear User XE "User"  Name button 

1.3.5.2 Simple Ad Hoc Reports XE "Ad Hoc Reports:Simple" 

 XE "Reports:Simple Ad Hoc Reports" 
SPS users can generate simple ad hoc reports within PD² if the requested data is selectable within the PD² data catalog.  Simple reports do not require special formatting and will only include data available within the PD² data catalogs.  Refer to your AMS SPS Users Guide and Cognos XE "Cognos"  catalog documentation for instruction on creating simple ad hoc reports.

1.3.6 Federal Procurement Data System (FPDS XE "Reports:FPDS" ) Reporting 

The Federal Procurement Data System (FPDS XE "Reports:FPDS" ) is comprised of DD350 Reports and the DD1057 Summary Report XE "Reports" .  Several Cognos XE "Cognos"  reports are available to assist Army users with ensuring that all reports are completed in accordance with regulatory guidance.  These reports are located at the website https://armysps.sdcl.lee.army.mil.

1.3.6.1 DD 350 XE "DD 350" 
DD350s must be signed before they can be transmitted to ASA(ALT).  Army sites should use SPS-I to transmit all DD350s.  Army sites SHOULD NOT use the EDI transmit feature that is described in AMS documentation.    PD2 does not provide visual notification on the PD2 desktop that a DD350 has been signed.   To provide visual notification that the DD350 has been signed, add an approval sheet and approve the DD350 after it has been signed.

DD1057 Summary Reports must be signed before they can be transmitted to ASA(ALT).  Army sites should use SPS-I to transmit all DD1057 Summary Reports.  Army sites SHOULD NOT use the EDI transmit feature that is described in AMS documentation.  

Additional guidance for completing the DD1057 Feeder Sheets and DD350s is available at  XE "DD 1057" 
Appendix 

1.3.7 Fiscal Year-end XE "Fiscal Year-end"  Reporting XE "Reports:Fiscal Year-end Reporting" 
In conjunction with performing your normal monthly reporting procedures, you may need to perform additional year-end activities.  Prior to midnight September 30, run the appropriate report to determine if all necessary PR’s have been awarded and their subsequent awards released.

As mentioned above, the monthly DD1057 report collects reporting actions based on the award release date. Therefore, only awards released during the current month will be reported. As workload increases during end of fiscal year preparation, it is imperative you release all awards to be reported for the month of September before 1 October. 

In Version 4.1E, the released date of a document is based upon the date/time of the computer running the PD2 client; therefore, appropriate action should be taken to ensure that theses computers have the correct date/time and time zones designated.

In conjunction with ensuring all awards have been released and accounted for in the September monthly 1057 report, be sure all DD350’s to be reported for the fiscal year have been created in PD2 before 1 October.
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Note:  CAUTION: Be sure you have processed all DD 350s from the old fiscal year before you install the new fiscal year edits.  

Appendix F, Fiscal Year-End Processing, contains additional guidance to provide assistance with successful year-end closeout.

1.4 Analyze Other PD² System Administration Options

PD² contains a variety of system administration tasks that should be configured to automate or streamline the procurement process.  These include: Buy American Exemptions, Class Set-Asides, Automatic Order Criteria, Procurement Analysis, Contract Type, and Automatic Closeout Criteria.  The system administrator should determine how best to customize these options.

1.4.1 Buy USA XE "Buy USA" 
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Buy American exemptions are specified in the FAR.  Sites can maintain lists of these exempted items for use in analyzing Purchase Requests.  To facilitate the search and analysis, line items can be matched to exemptions using keywords.

1.4.2 Class Set-Asides XE "Class Set-Asides" 
[image: image20.wmf]
The Set-Aside task is used to establish and maintain the Class Set-Aside List, including the specified SIC, FSC and WSC Codes.  These are also used in the analysis of the Purchase Request (PR Analysis).

1.4.3 Analysis XE "Analysis"  
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Procurement Analysis is an optional tool used to validate the completeness and accuracy of solicitations, awards, and modifications against a pre-established set of rules.  Analysis can be performed on the following type of documents:

· Purchase Request

· RFQ (SF 18, SF 1442, SF 1449)

· RFP (SF 33, SF 1442, SF 1449)

· RFQ/RFP Amendment (SF 30)

· Simplified Purchase Award

· Delivery Order

· BPA and BPA Master Agreement (DD 1155, SF 1449)

· Contract Award (SF 26, SF 33, SF 252, AF 1449, SF 1442)

· Contract/Purchase Order Modification (SF 30) 

Once the analysis has been run, the user can make the appropriate changes to the data in the document and re-run the analyze function.  This task engages PD² in a series of validations of procurement data based on pre-defined internal parameters.  Analysis can be used to alert procurement specialists of “failure(s)” to meet the specified criteria, resulting from inaccurate or incomplete data on the form.

Upon initial deployment of PD², select all validation rules.  In time, you may elect to reduce the number of selected validations.

The Analysis task also identifies the workload criteria to be used in the auto-assignment of Purchase Requests among users at a site.  This functionality is provided on the second tab of the Analysis feature.

1.4.4 Contract Type XE "Contract Type" 
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Automatic Contract Type Suggestion is a rule-based decision support module that recommends a contract type at the line item level to the user.  Rules may be updated/customized in the Contract Type task.  When a solicitation is generated from a PR, or a line item is “pulled” from a requirement to a solicitation document, PD² will suggest a contract type for each line item, based on other data related to the requirement. This recommendation task generates an alert if the user selects a contract type that is not consistent with certain parameters defined in system administration.  However, it will not prevent further action on a document, as it is merely a suggestion.  As such, the recommendation of “suggested” contract type can be overridden. 

1.4.5 Automatic Order XE "Automatic Order" 
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The System Administration Auto Order task relates to the automatic processing of orders.  When a purchase request is received, it can automatically be ordered if it falls within the defined criteria.  Automatic Ordering features include:

· Establishing and maintaining a list of item numbers

· Identifying authorized users for the automatic order option

· Creating a product item list to search in the automatic order list (i.e. FPI, NIB, NISH, and GSA/VA contracts)

Developing contracts and assigning roles within Automatic Order can be a time consuming task for system administrators who must set up the user roles and vendor catalogs before activating the task.  The trade-off may be increased buyer efficiency when purchasing automatic order eligible items.  Offices with high volumes of repetitive buys may consider exploring this tool. If your office does choose to activate Auto Order, you are strongly discouraged from selecting the “full-auto” setting.

In addition to GSA schedules, sites may have local IDIQ contracts to enter into PD² for automatic ordering.  If any contracts do not fall under one of the category selections (i.e. FPI, NIB, NISH, UNICOR, and GSA), do not select an item from the category drop-down list. 

Changing the data via the NSN Maintenance tab of the Auto Order Task will not affect the stock numbers/descriptions for existing line items.  Changes will only affect future requisitioned Line Items.  If necessary, from the Auto Order Task, you may change or add a new:

· NSN (XXXX-XX-XXX-XXXXXX with 7-15 characters)

· Unit of Issue

· Short Description

1.4.6 Automatic Closeout Criteria XE "Automatic Closeout Criteria" 

The Automatic Closeout process identifies classes of contracts that PD² will close out without user intervention.  The System Administration function includes system-defined criteria, but also provides the option to add customized criteria items for automatic closeout.  This allows you to identify specific contract types for automatic closeout as well as the action to initiate it.  The task itself contains two tabs: Automatic Closeout Criteria and Contract Retention Data.  Note:  The PD2 software automatically searches for all awards eligible for closeout each time a user logs into the database.  Deselecting all items under the System Administration function does not prevent this from occurring.  PD2 4.1E provides a prompt each time a user logs into the database that will allow the user to bypass the automatic closeout of awards.

The Payment Tracking Source is not linked to the Auto Closeout task in System Administration.   Therefore, a contract that meets the auto closeout criteria will closeout whether there is a Payment Tracking Source document linked to it or not. 

CAPS Payment information does not impact Auto Closeout.  

The system excludes contracts from automatic closeout for the following reasons:

· There are different CLIN types (i.e. firm fixed price, cost plus incentive fee, etc) on the contract action and one or many of the CLIN types are not specified in the Auto Closeout task in System Administration.

· An unreleased modification is associated with the contract.

· A DD Form 1594 Contract Completion Statement or a DD Form 1597 Closeout Checklist is associated with the contract.

1.5 Gather Funding Information

A list of available funding strips, job order numbers, and currency conversions can be loaded into PD² to include those normally used by the site.  This information should be gathered as necessary.  

1.5.1 Funds XE "Funds" 
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The Funds task is a collection of available lines of accounting (CLINs and Sub-CLINs) for assignment by procurement users in PD².  Accounting classifications can be added to documents on an individual basis, but they are not made available for distribution and access across the site until a system administrator approves them.  Local lines of accounting are tracked by the User XE "User"  ID and the Funding Strip.

Because the system does not validate funding codes, users must exercise care in loading these codes into PD².  Several tools are available to assist users with correct entry of accounting classifications.  A Microsoft Access database is available at the Army SPS website https://armysps.sdcl.lee.army.mil.  A PD2 Funding Tool is available from the AMS website http://pd2.ams.com.  One of these tools should be used to enter all Army accounting classifications into the PD2 database.  Failure to use these tools will increase the number of user errors and ultimately have a negative impact on financial systems that interface with SPS.

1.5.2 Currency XE "Currency"  
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The Currency Conversion task allows you to enter the currency symbol, description, exchange rate versus the US dollar, and the effective date for this conversion data.

PD² supports one foreign currency per contract, with conversion rates defined through System Administration.  Continue to use your current policy to periodically update currency conversion rates.

Adhering to the following guidelines will ensure proper transmission and receipt of funding information with interfacing external systems:

· Do not enter an exchange rate with a value of “0” in the Currency Task.

· Currency conversions symbols should be created in accordance with ISO Standard 4217. 

· ISO Standard 4217 is located at website http://www.unece.org/cefact/rec/cocucod.htm
· Use Currency Code A

1.5.3 Job Order XE "Job Order" 
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Job Order Maintenance allows you to track funding to a specific job/task level.  The System Administration module provides the ability to create, maintain, modify and delete Job Order Numbers.  As with funding codes, system administrators can clear User XE "User"  ID’s from created Job Orders to permit general site access to the Order number.

1.6 Vendors and Organizations, Including CCR Procedures

A list of government organizations and vendors should be compiled in order to build an address database within PD².  Vendors and other organizations should be maintained in PD² to avoid redundant entry.  

1.6.1 Vendors XE "Vendors" 
The vendor database can track many locations (addresses) for a given vendor and many points of contact, FSC’s, and SIC’s at a given location (address).  The vendor maintenance feature allows any authorized user to add, modify, or simply view vendor records in the vendor database.

· Effective 1 October 2000 the NAICs coding systems replaces the SIC code system.  A future version of PD² will incorporate the NAICs codes into vendor maintenance.  Until then, continue to use the SIC code functionality in PD² and use the appropriate NAICs code on the DD350.
1.6.2 CCR Procedures XE "Vendors:CCR Procedures" 

 XE "CCR Procedures"  

According to DFARS 204.7303, vendors must be registered in the CCR prior to award.  It is the buyer/specialist’s responsibility to ensure vendor membership to CCR prior to awarding a contract.  Buyers/specialists should take note that foreign vendors are currently exempt from CCR registration.

To properly maintain the vendor listing, be as specific as possible when entering codes and avoid the use of miscellaneous, catchall categories.  Enter the appropriate SIC, FSC, Preference Program, and vendor categories in the address detail tab of the vendor information.  Periodic vendor maintenance is essential for keeping the SIC and FSC listing updated and error free and to ensure proper vendor rotation in the PD² Solicitation Mailing List function.  To ensure proper DD 350 reporting, verify a vendor DUNS number is loaded for each vendor.  Without this data, PD² will not pass a DD 350 validation. For the purposes of EDI, it is also essential that all vendor files be populated with the vendor’s correct CAGE number.  The vendor’s address must match the address in CCR by CAGE and DUNS. 

Adhering to the following guidelines will ensure proper transmission and receipt of vendor information with interfacing external systems.  When adding new vendors and/or vendor addresses into PD², the following fields must be populated.  See Part 3 User Guidance for additional information on entering Foregin Addresses. 

· Vendor name

· Vendor address line 1

· Vendor city 

· Vendor state (If the vendor is foreign, leave blank.)

· Vendor country code

· Vendor zip code (If the vendor is foreign, leave blank.)

· Tax Identification Number (blank or formatted as follows: 99-999999999 or 999-99-9999)

· Vendor Categories (Foreign vendors must be designated Foreign Concern/Entity to correctly identify the vendor to DFAS.)

· CAGE Code (must be unique)

· If DUNS code is entered, it must be 9 digits 

· If DUNS +4 code is entered, it must be 4 numbers

· Local Code: populate the Vendor’s CAGE code in the field labeled Local Code
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Note:  To add vendor Parent Name and Parent Tax Identification Number, double click on the blank field to the right of Parent Name. This will trigger the Vendor Parent Selection window from which to search for and select the desired parent name.

Additionally, vendors must be approved before they are eligible for award in PD².  When entering a new vendor, use the search function to make sure that the vendor is not already loaded with a slight variation in name.  This will help you maintain a clean vendor file.  Cognos XE "Cognos"  Impromptu Reports to assist with Vendor Searches and identification of duplicate codes are available at website https://armysps.sdcl.lee.army.mil/.

1.6.3 Organizational Maintenance XE "Organizational Maintenance"  

Other organizations can include Administering Office, Auditing Office, Billing Address, Contracting Officer Address, Contracting Officer’s Representative, Issuing Office Address, Payment Office, Property Officer Address, Requesting Office, Ship To Address, Small Business Administration, Surveying Activity.    Organizations are maintained separately from vendors because vendors are a special type of organization that requires additional information.  Each Organization can have multiple addresses and each address can be associated with multiple address types and contacts.

System administrators and others with authority to add or alter organizational data can:

· Add a new organization, address, or contact

· Change organization, address, or contact data

· Specify an additional address (e.g., office or place of business) for an organization

· Classify an organization by address type (i.e., Auditor Office)

· Record additional points of contact for an organization

· Delete organization information

· Search for an organization

· Search for a contact

Adhering to the following guidelines will ensure proper transmission and receipt of vendor information with interfacing external systems.  When adding new vendors and/or vendor addresses into PD², the following fields must be populated: 

· Organization name

· Organization address line 1

· Organization city 

· Organization state 

· Organization country code.  

· Organization zip code 

· DODAAD/UIC/DODAAN. 

·  Exception:  Shipping Address.  Due to the way EDI transactions are created, leave this field blank for Shipping addresses.  

· May not exceed 6 positions for Issuing Offices, Admin By Offices, and Payment Offices to ensure successful transmission to EDA.

· Contracting Office Code (for Issuing Office Address).  Use Activity Address Number from DFARS, Part 2

· Local Code (must be unique). 

· For Payment Office Address use the DODAAC of the Paying Station.  See website https://armysps.sdcl.lee.army.mil for a list of DFAS OPLOC Paying Station DODAACs.

· For all other addresses use the DODAAC.  If multiple addresses exist for the same DODAAC, suffix the 6 position DODAAC with two numbers.  Numbers should be sequential to avoid duplicate Local Codes.  For example:  WXXXXX01, WXXXXX02, WXXXXX03, etc.

In some special cases you will need to load payment offices as follows: 

· Pay Office Load for Payment made by Purchase Card XE "IMPAC - Purchase Card"  or Check:

Organization Name: CREDITCD

Address:  Payment to be made by government wide commercial purchase card or check

Address Type: Payment Office

DODAAD/UIC/DODAAN: CREDITCD

Local Code: CREDITCD

· To enter APO addresses, follow the steps below:

8. Add the address for the organization in the address field (remembering that to go to the next line you have to press ctrl shift). 

9. Add the APO in the city block and select the appropriate country, short code and Activity Address Number.  PD² will save the address and it will show up properly in form blocks.

10. If you try to add the APO information without selecting a country, you may receive an error message warning you to complete all addresses, city and state blocks. When selecting a country other than US, do not enter a state in the state block.
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Notes:

· You can search for a DODAAC at:

https://day2k1.daas.dla.mil/dodaac/
· If you make any changes to an organization, it must be re-approved.

· It is important to realize when you search for an address, one of the search criteria is the Address Type.  For an address to be included in a search, it must be associated with the Address Type that has been chosen for that particular search.

· You may assign multiple addresses to an organization and multiple Address Types and contacts to an address.

· To ensure proper DD 350 reporting, be sure to validate accurate loading of issuing office codes (from the DD 350 Coding Manual) into the Contracting Office Code field of the Organizational Maintenance screen.  Improper codes will feed improper information into block 3a. of the DD 350.

1.7 Determine Workload Management Structure

PD² includes a workload management module for tracking PALT and user workloads.  In order to utilize this feature, system administrators must establish a workload hierarchy specifying who can assign work to whom.  Routing conventions also must be addressed.

1.7.1 Workload Assignment XE "Workload Assignment" 
Workload can be assigned in PD² in one of two ways: through a manual assignment from a manager to a subordinate, or via an automated assignment based on pre-defined selection criteria.
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System administrators can grant users the right to assign workload to others or to themselves.  Users must have workload assignment authority established in the system administration task, or they will not be permitted to electronically assign work.

When assigning workload, one document within the workload must be designated the “master” document, to which an associated action triggers completion of the assignment.  For example, a Purchase Request and several attachments may be contained in a folder for assignment.  The Purchase Request may be designated the master document with the action “award”.  This indicates that when an award is released from the designated PR, the workload assignment is considered complete.  Each workload assignment must be assigned one master document with an action to indicate workload completion.

Note:  
If a document has been accidentally workload assigned and needs to be cancelled, deleted or was initially assigned by accident, the manager (System Administrator) needs to:

· Unapprove the document 

· Reassign the document to him/herself and choose action type “Approve”  

· Drag the assignment to his/her own cabinet

· After the document is re-approved, the workload assignment will end

Note: 
There is also a script in Script-Aid XE "Script-Aid" , Workload Complete Document, which will end Workload Assignment.

1.7.2 Automatic Workload Assignment 

PD² permits the auto-assignment of Purchase Requests based on areas of expertise established in users’ procurement profiles.  Users can be certified experts in one or more areas, using designators such as program, FSC or SIC codes.

Enabling automatic workload assignment will prompt PD² to search for a qualified pool of candidates for the distribution of workload.  The most qualified employee with the fewest workload assigned tasks will receive the automated assignment.

Workload parameters can also be configured.  PR’s can be distributed to users with a specified percentage of the areas of expertise (e.g., FSC’s or SIC codes) or certifications denoted.  If PD² cannot find a user whose profile matches the auto-assignment parameters, no automated assignment will be made.

1.7.3 PALT XE "PALT" 
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Workload Management provides a Procurement Action Lead Time (PALT) code list containing information from the PALT table of standard lead times set up by the System Administrator.

PALT (Procurement Action Lead Time) allows authorized users to assign the duration of an activity. It identifies the expected processing time for a procurement action from time of assignment through award.  The PALT task allows authorized end users to designate the standard number of days (as well as a description) required to typically complete a procurement action.  PALT can be either fixed or calculated.  Workload assignment will incorporate both fixed and calculated PALT.  The suggested PALT is calculated from previous awards in the database of similar document type, time frame, and FSC codes.  Management may keep the suggested PALT, manually enter a PALT, or select PALT from a pre-existing fixed PALT from a drop-down menu.

The following list describes the System Administration options available under the PALT task.  Note those tasks labeled as required, recommended, and optional for initiating calculated PALT: 

· PALT NUMBERS – Used as a code to identify a specific PALT

· DESCRIPTION – Title used to identify a PALT

· LEAD TIME – Indicates how long it should take to complete procurement actions

· DOCUMENT (OBJECT) TYPE – Required PALT calculation input.  Associates a document type for each procurement object type

· TIME FRAME – Required PALT calculation input. Expressed in days, weeks, months, or years, its is used to establish a date range from which objects are selected for use in calculation of PALT

· FSC – Optional PALT calculation input. Includes items identified in the PR which can be used as a search criteria item

· ACTION TYPE – Optional PALT calculation input.  Includes items identified in the PR which can be used as a search criteria item

· COST RANGE PERCENTAGE – Recommended PALT calculation input.  Lists a percentage above and below the selected document

These are tied to the Milestone Plans.  PALT dates are effectively the sum of the related Milestone durations, tracked in calendar days.

PD² begins PALT when workload is assigned, and restarts PALT upon reassignment.  As such, it is a useful tool for determining how long a particular buyer has been working a particular action. 

1.7.4 Routing XE "Routing" 
Routing allows users to send documents or containers to one or more users in a pre-defined order.  Documents are forwarded based on the Route template selected or the definition of a unique routing list.
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Routing templates are user dependent.  Each site must identify relevant Route templates.

1.8 DEBX Registration and Troubleshooting XE "DEBX Registration" 
The DEBX should be contacted to register for EDI/EDA/JEDA support.  In order to complete registration with DEBX, you should have submitted a completed 17-item questionnaire responding to questions regarding your site activity name, GS sender/receiver code, IP address and hostname of the SPS system, activity POC, and other site specific information necessary for registration.  Questions regarding the DEBX registration process should be addressed to the following:

Registration:

· E-mail:  edi@cols.disa.mil
Problem Reporting:

· Telephone:
1-800-393-1798 Option 8 – EC Branch 

· DSN:
777 3282 Option 8 – EC Branch 

· E-mail:
cscassig@odgen.disa.mil

· FAX:
801 777 7088 

1.9 EDI

1.9.1 EDI Overview XE "EDI" 
1.9.1.1 System Administration


System administrators are responsible for transmitting, receiving and maintaining electronic documents through Electronic Data Interchange (EDI).  The EDI function creates a User XE "User"  Defined File (UDF) in PD².  

1.9.1.2 User Define Formats (UDF)

PD² provides electronic commerce support by creating User XE "User"  Defined Files (UDF) for transmission to and from government suppliers via DEBX which converts the UDF to ANSI X12 transaction sets and from ANSI X12 transaction sets to UDF.

The UDF include supported 3050 transaction sets:

· 836 Notification of Award (accompanies 850 or 860)

· 840 Solicitations and Amendments

· 843 Bids for a Solicitation

· 850 Awards

· 855 Acknowledgement of the 850

· 860 Award Modifications

· 865 Acknowledgement of the 860 

Currently only the 840, 843 and 850 transactions are implemented in SPS.  

The files containing the UDF are created when the SA transmits flagged transactions via the PD2 menu Utilities(System Administration(EDI task.  The files are placed in a pre-defined directory that is specified in the “pddod.ini” file located on the client machine of the SA It is recommended that the directory location that is specified in the “pddod.ini” file be a shared drive on a common file server.

1.9.1.3 Solicitations and Bids

The request for quotation/solicitation, RFQ, IFB, RFP, or RFI, can be created in the system using the SF18, SF33, SF1442, and the SF1449.  When the user approves the solicitation and selects EDI transmission, the system creates an 840 UDF.  The bid/offer/response to the solicitation/request for quotations is returned as an 843 UDF.

The information in the 843 will be imported into the database and will populate into the Offer Evaluation module. Receipt of an 843 triggers an alert to the solicitation’s owner indicating an Offer Evaluation has been created and/or a quote has been received, revised, or canceled.  Within the Offer Evaluation, a yellow lightening bolt is displayed to the left of the bid/offer information highlighting offers received via 843 transactions.  The received date and time of the bid/offer is displayed.  Late bids appear in red.  If the vendor sending the bid/offer does not match a vendor in the PD² vendor file, PD² will use the 843’s vendor information to create a vendor record.  

The Offer Evaluation module displays the following information from 843 offers:

· Prompt Pay Discount terms

· Payment Terms

· Price Guarantee (days)

· Vendor Name

· Vendor Cage Code, DUNS, or DUNS + 4

· Vendor Contact Name

· Vendor Phone Number

· All CLINs Bid (checked if YES)

· Comments 

At the CLIN level, Offer Evaluation displays:

· CLIN number

· Description

· Extended Description

· Quantity

· Unit of Issue

· Unit Price

· Delivery Date , Period of Performance, or ADC date

· FOB

· Comments

Note:  If the vendor’s quote includes additional information not supported by fields in Offer Evaluation, the comments field(s) will display a note stating, “Data exists in the electronic response that cannot be displayed on this screen.  Please contact your System Administrator for additional data regarding UDF.”  All 843 UDFs are stored in the SA’s archive directory and are available for review.  Vendors’ comments will be identified in the 843 UDF file by lines beginning with 23, 66, 73, 80, or 90.

1.9.1.4 Awards, Modifications, and Unsuccessful Bidder Notice

After evaluation and analysis, the award can be made from the Offer Evaluation window.  This award can be created as a DD Form 1155 or SF1449, directly from the Offer Evaluation Module.  Other forms of award documents are also supported, but cannot be “launched” from within the Offer Evaluation Module.  These document types include: SF26, SF33, SF1442, SF252, BPA Master, BPA Call, and DD Form 1155 Delivery Order. After the user approves the award and flags it for EDI transmission, PD² creates the 850 UDF.  When the successful offeror receives the 850 award, the offeror can send back an acknowledgement using the 855 UDF.  The system will load the acknowledgement, a green circle will appear around the lightning bolt on the award document, and an alert notice will be sent to the owner of the award.

PD2 has the capability to transmit an 836 UDF, or Unsuccessful Bidders Notice, at the same time that the award is transmitted via EDI.  To insure that the Unsuccessful Bidders Notice is transmitted, the user should select Transaction Type 850 and 836 when the user approves the award (850) and flags it for EDI transmission.  The 836 UDF is addressed to all suppliers by DUNS number.

The user can create award modifications in PD² using the SF 30.  After the user approves the award modification and selects EDI transmission, the system creates the 860 UDF.  The vendor can respond to the award modification by sending back an 865 Award Modification Acknowledgement.

The 850 EDI transaction supports the various award vehicles in PD² and allows them to be transmitted electronically according to the 850 Implementation Conventions.  The EDI 850 transaction transmits a contract in its entirety, within the constraints of the available data fields in the 850 Implementation Convention. 

EDI will not pick up the data-driven DD254 or any Attachments.  It will only send what is in the generated document.  This requires adding the essential information found in the attachments in an add-text block on the Clauses tab.

The Award/Modification UDF will include:

· Line Items (CLINs) and SubCLINs

All information in the line item detail is included: line item delivery date (including calculating ADO dates), definite and indefinite quantity CLINs, CLINs of all supported types (FFP, Cost, Labor Hours, etc.) including varying types within the same contract, FSC, SIC, WSC, various cost constraints (NSP, NTE, etc.), MILSTRIP code, and period-of-performance dates and criteria.  

In addition, information on the other Line Item Information windows transmitted includes: all fields on the Line Item Description tab (such as acceptance and inspection terms, specification numbers, NSN, serial number, etc.), fields on the Pricing tab (including minimum and maximum quantities and amounts, government share percentage, etc.), and information on the Ship-To tab (FOB, additional markings, etc.).

· Funding Information

PD² supports both contract and CLIN-level funding, and sends information for the funding, including the funded amount, the funding strip (and total obligated for each funding strip), the FMS case number, the ACRN for each line of accounting, the base, award, and fixed fee per line item, target cost and price, unit price amount, and other information from the Pricing and Funding windows.  

· Clauses

· All clause information is sent in the EDI transaction; for non fill-in clauses, the reference number, title and date are sent versus the full text of the clause.  For fill-in clauses, the full text of the clause is sent.  In addition, for BPA Master Agreements the full list of applicable FSC’s is also transmitted. Header Information 

Header information is sent in the 850 UDF to provide routing and basic information on the action such as, the contract/delivery order number, and the award date, etc.  Also transmitted is information common across all line items (SIC, acceptance/inspection terms, additional markings, delivery dates, period of performance, etc.) and information that spans the whole award (surveillance criticality, attachment information, various contact information, etc.).  

· Address/Contact Information

The 850 transmits contacts identified on the various award vehicles, including issuing and administrative contacts, the contractor, shipping contacts, and the buying office.  PD² transmits available DUNS+4 codes for vendors, or it attempts to send the DUNS, CAGE or Activity Address Number.  Free-form addresses are also supported.

· ELINS

ELINS are the result of CDRLs. The UDF does not address the handling of multiple CDRLs attached to the same CLIN; therefore, EDI will send only the first CDRL attached to the CLIN.  

· Award Modifications 

The 860 EDI transaction supports all of the SF 30 modifications to the 850-supported award vehicles, as well as modifications to BPA calls.  The 860 UDF generated by PD² sends only information about changes to awards versus sending the entire copy.  The 860 UDF supports all of the data elements transmitted in the 850, both in the header and at the line item level.  Additional information about the original award document and dates (specific to the 860 transaction) as well as codes about the nature of the changed information is also supported.  Information that changes in the header records is present if the data has been changed since the last transmission of this award chain (whether that is the original 850 or a previous 860).  This includes changes in clause information, changes to funding strips, and other rolled-up information.  Data changes at the CLIN level are also captured, such as variations in quantity, unit price, delivery date, FSC and SIC codes.  Anything captured at a line-item level will result in transmission of those changes according to the rules defined in the 860 UDF.

1.9.2 EDI Transmit Function

After a user flags a document for transmission within PD², the SA is then responsible for completing the EDI transmission function. This is done with the Transmit Tab under the Utilities/System Administration/Edi Task.

Highlight the EDI instrument(s) awaiting transmission and click on the Transmit button. A UDF is written out to the directory that is designated in the “pddod.ini” file. The DISA DEBX then uses File Transfer Protocal (FTP) to retrieve the files from the designated FTP directory used by the contracting office.   The SA must establish a login account and FTP location for the DEBX.  The DEBX translates the UDF into an ANSI X12 document, which is sent to Value Added Networks (VAN).  The VANs then sort and translate the ANSI X12 files into various agreement categories signed with vendors. 

1.9.3 Supporting Receipt of Files from the DEBX

When files are received from the DEBX, the SA is responsible for loading the information into PD2 from the directory designated in the “pddod.ini” file.  

Starting from the System Administration/EDI Task, highlight the file you want to receive from the File Listing and click on the Receive button. 

If the vendor’s quote includes additional information not supported by fields in the Offer Evaluation, the comments field(s) will display a note stating, “Data exists in the electronic response that cannot be displayed on this screen.  Please contact your System Administrator for additional data regarding UDF.”  All 843 UDFs are stored in the SA’s archive directory and are available for review.  Vendors’ comments will be identified in the 843 UDF file by lines beginning with 23, 66, 73, 80, or 90.

Incoming bid files should be made accessible to contracting personnel.  It is recommended that these files be made available on a shared network directory.  Since the file names are displayed in the Offer Evaluation, this will enable contracting personnel to look up comments without intervention from the SA.

1.9.4 EDI Reports

The SA can view and print EDI Received Report and EDI Status Report.  Refer to the AMS System Administrator’s Guide for detailed guidance.

1.10 EDA XE "EDA" 
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In order for Army sites to comply with the certification process the ASA(ALT) Memorandum of Understanding with DFAS for paperless procurement/financial processing, the sites are required to transmit EDA.  PD² supports this requirement by automatically generating appropriate files upon release of awards and modifications.  

The EDA task creates postscript and index files for each released award and modification. The postscript and index files share the same system unique name, but have different extensions (e.g. .ps for the postscript files and .idx for the index files).

The EDA index file contains the following fields:

· Contract number (PIIN) field

· Delivery Order SPIIN field

· ACO mod field

· PCO mod field

· Issue Date field

· Issuing DODAAC field

· Admin DODAAC field

· Paying DODAAC field

· Contractor Identification number (CAGE) field

· Contractor Identification number (DUNS+4) field

· Index Date field

EDA will not pick up the data-driven DD254 or any Attachments.  It will only send what is in the generated document; therefore, if information is incorporated in the generated document, it will be sent.  In some cases, this will require adding the information in an add-text block on the Clauses tab.

1.10.1 EDA Configuration Requirements

Postscript printer drivers must be installed as the default printer on the machine used to perform the EDA conversion task. The conversion creates a postscript print file which in turn will be converted to Adobe PDF by the DEBX.   .

If a PD2 workstation is not properly configured with a Postscript printer driver the following message will be displayed every time an Award is released on that workstation. At this point the EDA request fails.  
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EDA also requires a 32-bit platform and MS Word

1.10.2 EDA System Administrator’s Guide

1.10.2.1 EDA Overview

PD2 creates a Postscript file using Microsoft Word and the workstation’s (or Application server’s) default Postscript printer for each award and modification executed in the system, along with an index file that is compatible with EDA standards. When each award and modification document is released, EDA files are generated and made available to DEBX. Currently there are three methods by which EDA files are made available to DEBX:

· Client Standalone XE "EDA:Client Standalone" :  The EDA files are generated and processed by the users on individual PD2 workstations and then are written to a directory on the local machine.  If the workstation does not have the necessary postscript drivers then the EDA transaction fails and the file is placed in the System Administrators (SA) cabinet for processing.  It is the responsibility of the SA to verify that all EDA files have cleared processing.  The files are then manually or automatically (using a scheduled FTP session) copied from each machine to a central location to be picked up by the DEBX.   From this location the files are retrieved by the DEBX and removed from the FTP Server.

Note:  The “Client Standalone” method is not a preferred method.  

· Client Shared network drive: The EDA files are generated and processed by users on individual PD2 workstations and are written to a shared network directory.   This shared drive must be accessible to all PD2 workstations.  If the workstation does not have the necessary postscript drivers then the EDA transaction fails and the file is placed in the System Administrators (SA) cabinet for later processing.  It is the responsibility of the SA to verify that all EDA files have cleared processing.  The files are then manually or automatically copied (using a scheduled FTP session) to a central location to be picked up by the DEBX.  From this location the files are retrieved by DEBX and removed from the FTP server.

.

The EDA directory on the shared drive must be accessible to all PD2 workstations.

The shared drive must be mapped as the same drive letter on every PD2 workstation. For example, if the EDA directory is shared as “EDA” on SERVER then each PD2 workstation should have the drive letter X mapped to \\SERVER\EDA.

Every workstation has to have a drive mapped to the EDA directory and every workstation must also map the EDA directory as the same drive letter.  There is only one screen in PD2 to define the drive letter for the central EDA processing: if all the mapped drives are not the same on every PD2 workstation then the PD2 workstations with Postscript drivers which do not point to the same drive and directory will instead write the EDA file to a local directory (C:\PD2\EDA) and not the shared network drive.

· Application Server XE "EDA:Application Server" : The EDA files are generated and processed by the Application server and written to a directory on the Application server. The files are then manually or automatically copied (using a scheduled FTP session) to a location to be picked up by the DEBX. From this FTP server the files may be retrieved by DEBX and removed from the FTP server.

1.10.2.2 PD2 System Administration – Shared Drive Configuration

In order for PD2 to generate and save EDA files to a shared network drive you must tell PD2 how EDA transactions are to be processed. To do this you must modify the EDA task located in the System Administration screen.

· Log into PD2 as a system administrator.

· Select the “Utilities | System Administration” menu options. Scroll down the list of tasks and select the EDA task. The following screen will appear.
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· Select the “Client – Shared” option. Update the EDA path option and change the directory to point to the shared network drive. In this case, X:\EDA.

Note:  If the directory you entered in the EDA path option cannot be accessed from this workstation (i.e., the drive is not mapped on the workstation as the X: drive), you will see the following message.
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· At this point you need to map drive X: on the workstation using Windows NT Explorer (choose the “Start | Programs | Windows NT Explorer” menu options then choose the “Tools | Map Network Drive ...” menu options) before repeating step 3. This drive mapping must be performed on every PD2 workstation.

· If the directory you entered in EDA path can be accessed from this workstation, you will see the following message.
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1.10.2.3 PD2 System Administration – Application Server

The sole purpose of the Application server is to store and process EDA files. The Application server removes the responsibility and shifts the processing load of generating EDA files from individual PD2 workstations to the Application server.

In order for PD2 to generate and save EDA files using the Application server you must tell PD2 how EDA transactions are to be processed. To do this you must modify the EDA task located in the System Administration screen.

·     Log into PD2 as a system administrator.

·     Select the “Utilities | System Administration” menu options. Scroll down the list of tasks and select the EDA task. The following screen will appear.
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·    Select the “Server” option. Update the EDA path option and change the directory to point to the shared network drive. In this case, D:\PD2\EDA.

Note:  If the directory you entered in the EDA path option cannot be accessed (i.e., the Application server software is not running), you will see the following message(s).
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· At this point you need to start the Application server service (on the Application server choose the “Start | Programs | Procurement Desktop | PD2 Application Server” menu options) before repeating step 3.

·      If the Application server service is running and the directory you entered in EDA path cannot be accessed from this workstation, this message will be displayed.
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·      If the Application server service is running and the directory you entered in EDA path can be accessed from this workstation, no messages will be displayed.

1.10.2.4 How do I verify that the Application server service is active

You may select the “Ping...” button on the EDA task screen to verify that the Application Server is currently running.

·    Log into PD2 as a system administrator.

·    Select the Utilities | System Administration menu options. Scroll down the list of tasks and select the EDA task. The following screen will appear.
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·    Select the “Ping...” button on the EDA task screen to verify that the Application Server is currently running. If the Application server service is running, you will see this message.
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1.11 Establish CBD Procedures XE "CBD Procedures" 
The SPS contract requires PD² to create a flat-file conforming to CBD standard specifications.  This flat file may then be opened for viewing in MSWord or Notepad.  However, since the original contractual requirement was defined, new methods of CBD transmission have been developed – namely entry on-line via the Internet, where an automated routine receives and posts the data.   Recommend that the website  http://cbdnet.gpo.gov/ be used to post CBD synopsis.

In accordance with memorandum dated 18 Apr 2001 from Director of Defense Procurement, subject “Government Wide Point of Entry for Federal Procurement Opportunities,” DOD will transition to FedBizOpps no later than 30 Jul 2001.  This will impact the method for notice of agency requirements or notice of a solicitation for contract opportunities.  Additional guidance will be provided at a later date.

1.12 Additional PD² Task Administration

Guidance on maintaining the PD² tasks is available in your AMS SPS System Administrator’s Guide.  Specifically, refer to Chapter Three of that guide, on “Defining and Maintaining Desktop Templates,” for information on the various template tasks (e.g., Checklists XE "Checklists" , Milestone Plans, Attachments, etc.).  Chapter One of the AMS SPS System Administrator’s Guide defines Desktop and Report XE "Reports"  Security; Chapter Two covers User XE "User"  Set Up; and Chapter 4 tells you the basics about supporting teams and other tasks under “General Desktop Setup and Maintenance.”

Following are the general System Administration tasks that, because they are not addressed in sites’ preliminary data load and office configuration, have not yet been addressed in the CONOPS.

1.12.1 CDL Template XE "CDL Template" 
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The Contract Distribution List (CDL) indicates the routing sheet for a given procurement document.  CDLs are grouped by “modules” for availability at different stages in the procurement life cycle.  (This limits the field of selections by relevance and for ease of use.)

CDL modules include:

· Contract Management

· Contract Placement

· Correspondence

· Purchase Requests

· Simplified Acquisition

1.12.2 CLIN Template XE "CLIN Template" 
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CLIN templates can be edited to any format that the site chooses for every combination of contract type and IDC type.  The new CLIN Template task provides a window with an entry for each available contract type that is identified at the line item detail level in conjunction with every IDC type identified at the line item detail level.  The user can search this listing by identifying either a contract or IDC type.  Once the user has found the contract type/IDC type combination that he/she is looking for, the user can click on the [Update] button to change the template document through a word processing application.

The CLIN Template contains the exact format that displays in the generated document for that contract type combination.  The user can view/edit the database bookmarks that are tied to the fields in the template.  The user can also edit or move the field labels or the bookmarks within the template

PD² will normally format section B of the generated contract to include two CLINs per page.  If you would like to modify the normal format, you can do so using the CLIN template function.  As such, this function may be useful for contracts with a high number of CLINs.

Upgrades to PD2 overwrite changes to the CLIN templates with the default configuration.  It is recommended that a copy of changed CLIN templates be backed up and stored so that the templates can be restored following an update to PD2.

1.12.3 Local Information XE "Local Information" 
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Local Information is a task available for establishing additional data elements.  There are 10 at the contract document level and 10 at the line item level.  Army SPS-I has currently reserved eight document level and three line item level fields for support of interfaces with external systems.  Refer to the AMS SPS-I Operation and Maintenance manual for additional information.

1.12.4 License XE "License" 
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The License task identifies the number of PD2 client licenses authorized for distribution.  

1.12.5 MOTD
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The Message of the Day (MOTD) XE "Message of the Day (MOTD)"  Banner appears when users activate PD².  This pop-up window displays a text message and can be manipulated by the system administrator as desired to communicate information to the user community.  

It is recommended that sites use the Message of the Day to identify the current FAC/DAC in PD², relay schedules for system downtime and communicate any other pertinent information (e.g., broadcast messages to the user community).  The MOTD should also include standard government language indicating the federal nature of the software application license.

1.12.6 Multiple Contract Modification XE "Multiple Contract Modification" 
The SF 30 multiple contract modification (multi-mod) has been created to accommodate changes to contract level information affecting multiple contracts with common data elements.  At the time of multi-mod release, a separate modification is executed for each of the contracts associated with the multi-mod.  The multi-mod can be used to modify different types of award instruments simultaneously.  As with standard modifications, PD² supports generation and printing of summary of changes information for the multi-mod as well.

Due to the rare occurrence of multiple contract modifications and to ensure proper control of this task, it is recommended that Menu access be restricted from all users, and only granted as needed.  The SA, should monitor this menu access and designate access upon request.  Due to its impact on several awards, proper vendor and Other Organization address information must be verified for accuracy before granting rights to generate a multiple contract modification.

1.12.7 PIIN Maintenance XE "PIIN Maintenance" 
The PIIN Maintenance task allows authorized users to reset the PIIN sequence counter to any unused PIIN/SPIIN.  This task gives you the ability to set the counter both forwards and backwards.  The system will not allow the counter to be reset to a previously used PIIN/SPIIN. 

1.12.8 Reactivate XE "Reactivate" 
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The Reactivate task can be used by system administrators to access previously closed out contracts.  Modifications can be created for reactivated award documents. 

1.12.9 Script-Aid XE "Script-Aid" 
Script-Aid is the name for utility programs that can be downloaded from the AMS web site to supplement the PD² software.  After downloading they are executed on PD² client computers to provide either fixes to data-related system deficiencies or small enhancements to the current functionality.  They are available at http://pd2.ams.com under Software Library and Utilities.  Included with each Script-Aid entry are detailed information and download instructions.  You must be registered to use the Software Library.  Registration instructions are also available on this web site.

1.12.10 Transmit XE "Transmit" 
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The Transmit Task creates a flat-file of DD350s and DD1057s, thereby enabling potential interfaces to external systems.   This task should not be used by Army sites.  All DD350s and DD1057s should be transmitted via SPS-I.  See Appendix ?? for additional information on the SPS-I FPDS XE "Reports:FPDS"  Interface. .

1.12.11 Unit of Issue XE "Unit of Issue"  
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Unit of Issue (UOI) defines the types of units in which an item can be measured or purchased.  The UOI codes are directly related to ANSI X12 EDI recognized standard codes.  The existing UOI codes should not be supplemented, changed or deleted due to the impact on ANSI X12 approved transactions.

1.13 Software Upgrades XE "Software Upgrades" 
Software upgrades include PD² version and maintenance releases, as well as the installation of new or revised reference data (such as clauses and Reference Library materials).  Separate consideration must be given to general software configuration management and upgrades, including the version of the MS Office suite installed.

1.13.1 PD² Upgrades XE "Software Upgrades:PD² Upgrades" 

 XE "PD² Upgrades" 
AMS releases of PD² software fall into two categories: major releases and maintenance releases.  Major releases are planned version upgrades, while maintenance releases are updates to those software iterations.

Because each PD² client and database software upgrade offers additional or modified functionality, it can’t be backward compatible.  Partial upgrades (i.e., upgrading just the database or a few machines) can result in system error.  If any client or database is upgraded at a particular site, every other client must also be upgraded at that site.  Therefore it is not possible to “phase in” upgrades.  As such, sites must have a well-defined upgrade strategy to minimize associated downtime. 

Note:  Refer to CONOPS Section II, for information regarding SPS-I upgrades.

The SPS Program Management Office (PMO) will define the process for disseminating software upgrades to PD² sites.  It is expected sites will install maintenance releases to the client software and the database;

In order to receive notification of clause updates and maintenance releases and to download the associated files, sites must register with the PD² web-site
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Note:  For additional assistance troubleshooting difficulties with downloading, you can also refer to the SPS Knowledge Base located at:  http://pd2.amsinc.com/spskb.nsf.  A search feature in the upper right corner allows you to search for topics by key words, such as “downloads.”

1.14 Downloading New SmarText XE "SmarText"  Bookshelves and/or Documents

The Reference Library is a convenient place to store commonly used documents and reference materials for the entire PD² user community.  Periodically, there will be updates to the FAR and DFARS clauses and sites will be responsible for downloading those changes from the AMS web-site: http://PD².amsinc.com/ and making them available to users.  

Data updates will be performed by downloading the new SmarText file and replacing the existing file on the server.  Instructions will be provided on the AMS web-site for updating the bookshelf.   In order to receive notification of clause updates and to download the associated files, sites must register with the PD² web-site, http://pd2.ams.com.  AMS will send e-mail notifications to registered users.

Army sites must designate where to store the text for the on-line Reference Library.  They may be placed, for example, on the server or in a centrally located local area network (LAN) directory.  This approach ensures all users at a given site have access to the latest versions as soon as it’s available.  This approach also reduces the maintenance associated with distributing new versions.  

During the initial client machine set-up, pointers are indicated to the Reference Library text location.  Assuming the location won’t change, client pointer changes won’t be needed as new versions become available.  The new Reference Library text will simply be copied to the appropriate location, replacing the previous version.

All files for the Reference Library may be maintained on the server except for the stxr30.ini file.  It is a requirement of the third party application, Lotus SmarText, that the initialization file reside in the C:\Windows directory of the client.  Nevertheless, the initialization file can be altered to point to the server.

1.15 Maintenance of FAR/DFARS Clauses XE "Clauses:Maintenance"  

When notified of a Federal Register update to the FAR or DFARS, AMS analyzes the changes and uses the Clauses module in the PD² System Administration module to update the designated clauses in the database.  The clause accuracy is important, as it comprises the bulk of a procurement.  As changes occur in the FAR/DFARS, updates will be provided to the SPS PMO within 14 days and registered users will be notified via e-mail of the pending update.
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Changes to the clause database can happen several ways. Clauses may be:

· Added

· Amended (sometimes called Revised)

· Removed & Reserved

· Added & Reserved

When the clause is added, the new clause is analyzed to determine whether it should be designated as a “fill-in” or “substantially the same as” clause.  The clause is added to the database by adding the clause number, regulatory source, title, effective date, fill-in and/or substantially the same as designation.  The actual text of the clause is then added.  If the clause is a fill-in, all appropriate fill-in locations are designated by red text.

When a clause is amended, AMS analyzes the changes to the clause to determine the data that needs to be changed.  The changed clause is modified in the database by changing the title, effective date, fill-in and/or substantially the same as designation, and prescriptive language as appropriate, as well as the actual edits to the text of the clause.  Again, any new fill-in text is formatted in red.  

When a clause is removed and reserved, the appropriate clause(s) are marked as deleted (shown in the Clauses module as “Reference”).  They are not, however, actually deleted from the database, as any documents created prior to the deletion will still need to reference them.

When a clause is added and reserved, the new clause is added to the database by identifying the number, entering the date as the first day of the current month, and entering the clause title as “Added and Reserved”.  This clause number is included in the list of clauses to be marked as reference by the administrator as described above.

When all changes to the database are completed, the database changes, along with an installation program, are posted on the AMS SPS web-site for download by the sites

Notify users upon completion of the clause download by pressing the Notify Users button within the Clause task of  System Administration.  It is recommended that the SA provide notification of the clause update via the Message of the Day banner.  

1.16 Help Desk XE "Help Desk"  Support 

Sites should be able to resolve most issues locally.  However, when issues require additional support, Army SPS users and system administrators should follow a basic problem resolution format, seeking assistance in the following order:

· Level 1 – User XE "User"  refers to the CONOPS and the Internet (on-line services provided by the PD² web-site and Knowledge Base http://pd2.amsinc.com/kb , or Army SPS web-site https://armysps.sdcl.lee.army.mil for guidance.  In this event, the users will seek to define the solution themselves.

· Level 2 – User XE "User"  contacts the site super user/Tiger Team XE "Team" /SA.  The super user/Tiger Team/SA attempts to resolve the question at the site level utilizing local resources and lessons learned.

· Level 3 – Authorized Caller opens a service request with the AMS Help Desk.  When placing a phone call to the AMS Help Desk, be ready to provide specific information about the procurement scenario involved.  Authorized callers can reach the AMS Help Desk at:

· Telephone:
(800) 234-7453

· Fax:

(800) 981-3253

· E-mail:
SPS_Helpdesk@amsinc.com
· http://kb.ams.com/crtcom.nsf/WebSR?OpenForm

· The SPS Army Response Team XE "Team"  is integrally involved with the resolution of issues. The AMS Help Desk will transfer any help desk call that is out of the scope of the Help Desk Maintenance Agreement to the ART for resolution.

· Resolutions will be delivered to the site and user with the initial question, and will be posted to the PD² Knowledge Base for future user benefit as appropriate.
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